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Додаток №7 до Наказу П-LEG-2019-71  від 27.06.2019р.
This document is a translation into English of the BANK REGULATIONS (CONTRACTUAL TERMS AND CONDITIONS) TO OPEN AND SERVICE BANK ACCOUNT AND ISSUE CORPORATE PAYMENT CARDS TO CLIENTS OF UKRSIBBANK, JSC (the Rules). These Rules in English shall not to be published in the official print media and shall be provided to the Client for information on his request. In case of any discrepancies the Ukrainian version of the Rules shall prevail.

BANK REGULATIONS (CONTRACTUAL TERMS AND CONDITIONS)

TO OPEN AND SERVICE BANK ACCOUNT AND ISSUE CORPORATE PAYMENT CARDS TO CLIENTS OF UKRSIBBANK, JSC

Scope of the Regulations

The present Regulations (contractual terms and conditions) to open and service a bank account and issue corporate payment cards to clients with UKRSIBBANK, JSC (hereinafter referred to as the Regulations) shall be considered an invitation to treat as determined by the Bank to govern relations between the Bank and the Clients under respective agreements if any concluded by and between the mentioned parties in an event such agreement may refer hereto.
The Regulations shall not apply to regulate relations under any other agreement to which UKRSIBBANK, JSC is a party, including without limitation, any bank account agreement save for the above.

The present Regulations shall set the procedure for opening, servicing, closing a current (card) Account and issuance of corporate payment cards to the Bank’s Clients as well as establishment and change if necessary in Tariff rates apart from other issues associated with the Account / Cards under the Agreement and conduct of related transactions. 

The present Regulations shall be deemed binding upon any Party to the Agreement, i.e. both the Bank and the Client.

TERMS USED IN REGULATIONS 

(given in alphabetic order)
“3D Secure” shall mean technology providing for maximum security level of transaction using card in the Internet.
“Account” shall mean a current (card) Account opened for the Client to be serviced in line with the Agreement; 

“Agreement” shall mean an Individual Bank Account and Corporate Cards Agreement (along with Regulations)” concluded by and between the Bank and the Client to fully comprise all the annexes including but not limited to Tariff rates, supplementary agreements thereto as well as the present Regulations (Contractual Terms and Conditions) to Open and Service Bank Account and Issue Corporate Payment Cards to the Clients of UKRSIBBANK, JSC; 
“Authentication data” shall mean the Client’s password to get authorized with Mobile Application including, but not limited to, biometric data – authorized access with the fingerprint, as prescribed in the terms and conditions / rules / offer by6 the Provider, PIN, as well as other data applicable to access such Mobile Application;
“Authorization” shall mean the procedure for a transaction to be conducted by means of the Card;

“Authorized Person” shall mean an authorized person of the Client entitled in line with the legislation and under the Agreement to dispose of the funds available in the Account and indicated in the signature sample card of the Client if any. Unless otherwise prescribed by the Regulations the “Authorized Person” shall mean hereunder all persons indicated in the signature sample card of the Client;

“Available amount”, “expense limit” shall mean an amount in the Account currency to allow for the Client and/or Cardholder to conduct expense transactions under the Account. The available transaction limit is calculated to be the difference between the account balance together with card limits for relevant card transactions including the available overdraft limit, and the blocked but not written off funds in aggregate (including but not limited to accrued, however, not withheld fees and respective fees for such transaction);

“Card” shall mean an electronic payment means in the form of a plastic or other card to be issued in compliance with the law. The Card is issued to an Account opened subject to the provisions of the Agreement to initiate transfer of funds from the Account to pay for goods and/or services, transfer funds from the Account(s) to other Accounts, withdraw cash funds at the bank teller counters, with financial institutions, currency exchange offices of the authorized banks as well as via ATM, and conduct other transactions envisaged in the Agreement and by the law;

“Cardholder” shall mean an individual in the name of which a relevant Card is issued; 
“Card limit” shall mean the floor and ceiling limits for the Card, including debit transactions on the Account and the number of such transactions for the given time frame. The card limits shall be set by the Bank and posted on the Bank’s site at the reference of www.my.ukrsibbank.com. The Client may be subject to modify and/or change card limits in line with the present Regulations;

“Client”, “owner of the Account” shall mean a business entity resident of Ukraine to stand for legal entity or sole trader / proprietor to be a party to an Individual agreement concluded with the Bank. Transactions by the Client and envisaged in the Agreement may be carried out by the Cardholder and/or authorized individuals acting by virtue of either the memorandum and Articles of Association or duly executed power of attorney, etc., and/or by sole trader / proprietor provided such is found an owner of the Account; 

“Client’s Authorised Person” shall mean an individual indicated in a respective request to be further identified by the Bank as prescribed by the law and authorized by the Client to conduct transactions stipulated in the Agreement;

“Client’s public key” shall mean a value parameter of the cryptographic algorithm to verify an electronic digital signature, available to the Parties to identify signatory of an electronic document and allow for document authenticity; 

“the BNP Paribas Group” shall mean BNP Paribas S.A., a legal entity incorporated under the laws of France and registered with the Trade and Companies Registry of Paris under number 662 042 449, and its members, i.e. legal entities in which BNP Paribas SA is a shareholder (as well as of such entity’s branches), including all companies controlled by BNP Paribas SA, whether directly or indirectly irrespectively of the amount of shares and/or by means of agreement or factual control;
“CVV2” (Card verification value)/«CVC2» (Card verification code) shall mean a three-digit security code printed on the back of the Visa Inc. or Master Card Worldwide card on the signature strip and used as additional protection means against the card forgery. The CVC2 or CVV2 number shall be considered the Client’s signature and with certain transactions to pay for goods and services on the internet deemed equal to the PIN number;

“DCC (Dynamic Currency Conversion)” shall mean service of immediate currency conversion: transaction in currency of issuing country carried out abroad (for Ukraine – UAH); 
"the Deposit" in accordance with legislation - funds in cash or non-cash form including accrued interest on such funds in currency of Ukraine or in foreign currency, which are accepted by the Bank from the depositor (or received for the depositor) under the terms of the bank deposit agreement (deposit), bank account agreement or by issuing a nominal deposit certificate in accordance with the Law of Ukraine "On the system of guaranteeing deposits of individuals";
“Effective Date for the Regulations modified” shall mean a date specified in the notification that contains information related to the Regulations subject to change and on which modifications/changes to the Regulations become binding and effective in the cases stipulated by paragraph of Clause 11.2 hereof;

“Electronic Digital Signature” shall mean an electronic signature received from the electronic data cryptographic conversion to be further attached or logically related thereto, and insure its integrity and identification of the signatory. Electronic digital signature shall be applied by means of secret (personal) key to be verified with an open key. Electronic digital signature shall be deemed mandatory of any electronic document used to identify its author and/or signatory of such electronic document by other electronic workflow entities. Electronic digital signature finalizes generation of an electronic document;

“Electronic document” shall mean a soft copy of the settlement or any other document in the format compatible with the software used to generate an electronic document; such electronic document can be issued, transferred, stored, recreated and visualized with the help of electronic means;

“Foreign currency” shall mean a currency other than the national currency of Ukraine;

“informational notifications” shall mean notifications which shall be sent to the Client via mobile services providers in form of SMS messages, systems of snap messages exchange (messengers) or other channels defined by the Bank;

“IMM” shall mean the international money market;

“IMMU” shall mean the interbank money market of Ukraine;

“Individual agreement” shall mean an Individual Agreement to Open and Service Bank Account and Issue Corporate Payment Cards (along with the Regulations) concluded between the Bank and the Client and separate from any annexes part thereto;

“IPS” (International Payment System) shall mean payment systems of Visa Inc. and/or MasterCard Worldwide etc., which operate on the territories of over two countries; 

“Key information media” shall mean an external information media to store and apply the secret key of the Client;

“Legislation” shall mean the effective legislation of Ukraine, including regulations of the National Bank of Ukraine and the state executive bodies;

“Legislation on Extraterritorial Jurisdiction” shall mean legal acts and regulations by the USA, the EU and other countries of the world as well as relevant executive directives by the UNO and/or other international organizations, which shall be deemed binding on the territory of Ukraine and/or on the territory of France and/or the countries of operations of BNP Paribas Group (for a list of BNP Paribas Group countries of operations, please follow the link https://ukrsibbank.com/ru/), the BNP Paribas Group policies and rules aimed at but not limited to implementation of legal acts and regulations being included in this definition;
“Mobile Application” shall mean a software installed in a Mobile device and in connection with and to which only the Provider enjoys all the rights, that allows for the Virtual Card and enables payments under such Virtual Card;

“Mobile Device” shall mean a mobile PC, tablet, mobile telephone that allow for functions of a mobile phone and that of installation of the Mobile Application, and to allow for Internet connection;
“National currency” shall mean the national currency of Ukraine;

“NBU” shall mean the National Bank of Ukraine;

“Obligatory minimum payment”, “OMP” shall mean a part of the Client’s loan indebtedness on the card Account, which shall be payable when due by the Client on regular basis for the overdraft utilization. The payment date and amount shall be set pursuant to clause 1.6.6 hereof;

“One time fee” shall mean fee for one time service of the Bank and concurrently payable by Client under the Agreement and the applicable Tariff rates of the Bank;

“Open Key Certificate” shall mean a document to insure validity, effect and integrity of the open key related to the electronic document signatory owner of the Electronic Digital Signature;

“Overdraft limit cancellation” shall mean no overdraft available to result in a zero overdraft limit and the overdue indebtedness should outstanding overdraft limit fail to have been repaid by the Client;

“Overdraft/loan” shall mean a short term loan grantable to the Client by the Bank if contemplated in a relevant Tariff plan within the amount envisaged in the Agreement (overdraft/loan limit) to enable the Client to carry out transactions that may exceed the amount of its own funds on the Account;

“Overdue debt” shall mean the Client’s indebtedness to the Bank for provided services and found non-repaid by the Client within the prescribed repayment time as set by the Agreement;

“Parties” shall mean parties to the Agreement – the Bank and the Client;

“Payment terminal/ATM receipt” shall mean a receipt printed by the payment terminal/ATM, which contains transaction details in compliance with the effective legislation and relevant regulations of the IPS;

“Payment terminal”/”POS-terminal” shall mean an electronic device used to initiate transfers and cash withdrawals from the Account, read out reference information and carry out any other transactions in line with its specifications;

“PIN” (personal identity number) shall mean a code known to the Cardholder only and required for their identification to carry out Card transactions;
“Product” shall mean a set of services provided by the Bank to the Client on the basis of the Agreement regarding opening and servicing of current bank accounts, deposit accounts, provision and servicing of loans, documentary operations, other services of the Bank;
“Provider” shall mean a business owner of the Mobile Application – Google Ireland Limited, with the headquarters at 4, Barrow Street, Gordon House, Dublin, Ireland, that provides services of Android Pay; 
“Publication Date for the Regulations modified” shall mean a date on which modified Regulations are published in Holos Ukrainy, newspaper, or in other official printed issue, or placed at www.my.ukrsibbank.com, or on information boards within the premises of the Bank’s outlets, or in balance statements. The Publication Date for the Regulations modified shall be specified in a relevant notification to communicate modifications made to the Regulations; 

“Questioned transactions” shall mean transactions contended by the Cardholder/Client in line with procedure envisaged in the Regulations of the corresponding IPS, applicable legislation and internal procedures of the Bank;

“Regular fee” shall mean respective fees for the services/cash and settlement services provided to the Client and payable by the Client subject to the applicable Bank Tariff rates within the prescribed time for a certain service time frame, i.e. annually or monthly; 

“Secret (personal) key of the Client” shall mean a value parameter of the cryptographic algorithm to generate an electronic digital signature available only to Client’s officers or duly Authorized Persons;

“Settlement document” shall mean a funds transfer document to initiate transfer from the Client’s Account;

“Slip” shall mean a document in hard copy in confirmation of the Card transaction, which features data thereabout together with Card details;

“Remote Servicing System” (RSS) shall mean soft- and hardware used by the Client and the Bank in their relevant parts as well as arrangements undertaken by both the Client and the Bank for the Client to exercise the services to be provided in line with the Agreement, in particular “StarAccess” System, UKRSIB Business System or other system which implemented by the Bank with the purpose to provide remote servicing of the Client;

“StarContact” shall mean 24/7 client support service by the Bank. The Client can call the service at 729(free of charge from mobile telephone), 0-800-505-800 (free of charge from telephones on the territory of Ukraine), 380-44-590-06-75 (for international calls) In order to improve the quality of servicing, all telephone communication with Bank representatives via StarContact can be recorded; 

“Statement” shall mean a report associated with cash flows and relevant transactions under the Account including without limitation Card transactions and Account balance, to be further provided by the Bank upon request if any of the Client;

“Stop list” shall mean a list of the forbidden Card numbers for transactions. Such list may be in soft or hard copy, respective of the regulations determined by the IPS;

“Tariff plan” shall mean a list of effective tariff rates drafted in line with a certain criteria by the Bank and should such be chosen by the Client, to regulate the cost of cash and settlement services provided by the Bank. The Tariff plan selected by the Client shall be indicated in the Agreement;

“Tariff rates” shall mean respective tariff rates set by the Bank in accordance with the essential terms to service Account(s) and consistent with the internal regulations of the Bank. Such Tariff rates shall be posted at www.my.ukrsibbank.com and on the information boards within the Bank’s premises. The Parties have agreed to the Tariff rates to become an annex to the Agreement;

“Teller machine”, ATM, Star Express (automatic teller machine including unattended payment terminal) shall mean a set of soft- and hardware to enable the Cardholder to conduct transactions in its discretion provided such set may allow for the mentioned;

“The Bank” shall mean UKRSIBBANK, JSC;

“Unauthorized debt” shall mean indebtedness of the Client to the Bank, which derived from increased expense limit beyond the envisaged as set in the Agreement and may be forecast neither in its scope nor origination;
“Virtual Card” shall mean electronic representation of the payment card with the Mobile Application, which enables payments. 
Other terms used in the Agreement shall have the meaning ascribed to them respectively by the current legislation.

1. Subject matter and essential terms and conditions of the Agreement 
1.1. The Bank shall open to the Client an Account and issue relevant Cards thereto on the basis of the Agreement and other documents provided by the Client upon the Bank’s request in compliance with the effective legislation of Ukraine. 

1.2. Number, currency, Account date when opened together with the Tariff plan shall be determined with the opening of the Account and indicated in a relevant Individual Agreement. 

1.3. The Bank shall service Client’s Account/Cards in line with the Agreement and the Tariff rates of the Bank.

1.4. Account shall be opened and serviced as follows:

1.4.1. The Bank shall service the Client’s Account and provide the Client with other services pursuant to the NBU license relating to bank operations, requirements of the legislation and the Agreement. 

1.4.2. The Account shall be used by the Client to deposit funds, conduct cash and settlement transactions related, among the other, to funds transfer from/to the Account, cash withdrawal, etc., by means of payment instruments including without limitation the Cards as anticipated by the Agreement and the legislation.
1.4.3. The list, terms and conditions as well as the cost of Account services (transactions) shall be set in the Tariff rates and the Agreement.

1.4.4. When opening the Account the Client shall determine the list of Authorized Persons entitled for the enlisted below:

1.4.4.1. to blocking and de-block the Card upon request made to the Star Contact service in line with the provisions of the Agreement;

1.4.4.2. to set and modify card limits with a request to the Bank’s client center in line with the Agreement;

1.4.4.3. to access the information related to the Account (balance, cash-flow, etc.) and Cards (Card transactions, limits, etc.) via the Star Contact service;

1.4.4.4. to submit to the Bank a request for the Card issue, executed in the form determined by the Regulations and signed by an Authorized Person;

1.4.4.5. to obtain card Account statement at a relevant outlet of the Bank;

1.4.4.6. to address the Star Contact client center with a request to have a servicing outlet be substituted. 

Each Client’s Authorized Person shall be provided with a password with information notification sent to the mobile phone number communicated to the Bank by the Client. Such password shall be entered by the Authorized Person for the identification purpose when addressing the Star Contact client center. The Authorized Person may change such password in its own discretion with submission of a relevant request to the Bank.

1.4.5.  The Bank accrues the interest to the actual Account balance in line with the “fact/fact” method. The interest shall apply as indicated in the Tariff rates. The interest accrued by the Agreement is payable by the Bank as capitalized on the relevant Client’s Account on the last business day of a current month and in an event the Account is subject to closure, on the business day preceding the day on which Account is closed. Herewith, the interest shall accrue for the period from the last calendar day of a previous month up to the last but one calendar day of a current month or up to the business day preceding the day on which Account is closed where occurred.

1.4.6. The Bank shall provide the Client with cash and settlement services under the Agreement within the Account balance provided the funds in the Account allow for a transaction (service) and a due fee payable as set by the Agreement. 
1.4.7. The priority relating to execution of the Client’s settlement and/or cash documents is established in line with the legislation in effect and the provisions of the Agreement.

1.4.8. The Client’s settlement document may be submitted soft or hard unless otherwise stipulated in the Agreement. An Electronic document to transfer funds shall be considered of equal effect with a document submitted in hard copy. The Electronic Settlement Document shall be submitted by the Client via RSS. A document in hard copy to transfer funds shall be submitted to the Bank by the Client or its Authorized Person in person. The documents returned by the Bank shall also be received by the Client or its Authorized Person in person pursuant to the provisions of the Agreement.

1.4.9. The settlement documents of the Client are accepted in the course of an operational day. Settlement documents submitted to the Bank within an operational day shall be processed by the Bank on the receipt day as set by the Agreement. Settlement documents submitted to the Bank after cut-off hours shall be processed by the Bank the next business day pursuant to the provisions of the Agreement. 

1.4.10. Duration of a transaction day, operational hours, shall be set by the Bank at its discretion and indicated in its internal regulations. At the Client’s request and should the Bank possess technical capability, settlement documents received from the Client after cut-off hours may be processed by the Bank on the same day in line with the Tariff rates based on the Agreement.

1.4.11. To credit funds to the Account under Electronic settlement documents the Bank shall ensure the Account number and the Client code match. Should a mismatch be detected the Bank shall retain the transfer amount for a period determined by the applicable legislation to identify the due recipient of the funds. Prior to the value date indicated in the Electronic settlement document the Bank shall inform the Client that the funds have been received in its name together with the value date by phone (facsimile) and/or via RSS  and/or by any other means agreed upon by the Bank and the Client. The funds shall be credited to the Client’s Account in compliance with the legislation. 

1.4.12. The settlement documents in confirmation of debited / credited funds from/to the Account or any other relevant documents shall be provided/returned (at an outlet of the Bank) to the Client or its Authorized Person in person or together with the Account statement on the day of its remittance to the Client unless otherwise contemplated in the Agreement.

1.4.13. For cash withdrawal if necessary at a teller counter of the Bank the Client shall submit to the Bank a relevant request to withdraw funds before 1 p.m. on the day preceding such withdrawal day. 

1.4.14. Should the funds be mistakenly credited by the Bank to the Account, the Client shall entitle the Bank to withhold the above amount from the Account with a memo slip and transfer it to the due recipient on the basis of the internal order of the Bank, resulting in no reimbursement claim by the Client against the Bank. 

1.4.15. The issues related to mistakenly debited/credited funds in the ownership of other persons, which remain unsettled in the Agreement, shall be settled in accordance with the law.

1.4.16. The Account, i.e. Client’s funds on the Account, may be frozen or transactions on the Account may be suspended triggering the restriction in the Client’s right to dispose of its funds merely in the circumstances anticipated by the law.

1.4.17. According to the law the Bank hereby makes a representation it enjoys the status of a corporate profit tax payer on the regular basis.

1.4.18. The status of the Client as a tax payer shall be indicated in an Individual agreement. Should the Client’s tax status be subject to change, the Client shall inform the Bank thereof within 7 (seven) calendar days after such change has taken place.

1.4.19. Special features of currency conversion under transactions abroad and usage of third parties’ services by the Cardholder.

If the transaction under card Account is carried out technically, and/or technologically and/or physically abroad, namely 

· service/ good is rendered/ purchased on the territory of Ukraine but through foreign bank or processing center (payment for air tickets, hotel reservation, car rental, etc.), or

· service is rendered abroad by foreign bank or financial institution/ processing center (servicing foreign ATM, store or internet-resource), namely using DCC (Dynamic Currency Conversion) service in course of withdrawing cash in ATM or cash desk, payment for goods and services abroad in the trade network or at foreign internet-resources, etc.,

transaction amount informed to the Cardholder during the transaction (on the ATM screen, terminal, web-site, information notification, etc.) can differ (both towards increase and towards decrease) from the transaction amount which is subject to blocking and further debiting. In such cases actual financial settlement is carried out in USD. Client shall provide the Bank with the right to block and debit funds without additional approval with the Client from Clients’ Accounts in the amount of difference (excess amount) of the amount indicated on the ATM screen, terminal, web-site, information notification, etc. If the amount which was blocked while the Cardholder had been carrying out the transaction exceeds the transaction amount to be written-off, Bank shall unblock the difference on the corresponding card Account of the Client. 
The Bank shall not be responsible for the information provided to the Cardholder by foreign banks, financial institutions, stores and Internet-resources as to the final amount of the transaction and correspondence between the amount indicated on the ATM receipt, store bill or on the Internet site and the amount to be blocked and further written-off from the Account.

If the transaction under Account is carried out using DCC (Dynamic Currency Conversion) service, transaction amount is subject to conversion to national currency of Ukraine in line with the procedure set by foreign bank, and the amount received in national currency of Ukraine shall be converted to USD at IPS rate and submitted to the Bank to be blocked and further debited from the Account. The Bank shall convert amount received in USD to the Account currency at its own rate (set by the Bank each day after accounting of transactions carried out via payment cards), then received amount shall be blocked and debited from Client’s Account. 
1.5. Card shall be serviced as provided below:

1.5.1. The Card is in the ownership of the Bank. For the Bank to issue and service a Card, respective fees shall be payable by the Client pursuant to the Tariff rates and the provisions of the Agreement.

1.5.2. The Card shall be issued to an opened Account. No Card shall be issued without an Account. 
1.5.3. The Card shall be issued for a limited period. The Card shall be used and/or subject to reissue upon expiry, etc. as established in the Cards Regulations.

1.5.4. The Card may be issued by the Bank within 10 business days after:

1.5.4.1. the Client submits to the Bank in soft and hard copies a respective application executed in the form set out in the Regulations, or 

1.5.4.2. such application is executed at a Bank outlet in the form established by and suitable for the Bank.

The above application shall be signed by the Authorized Person of the Client.

Cards may be merely issued after the account is registered with the state tax authorities pursuant to the effective law of Ukraine.

1.5.5. With expenditure transactions under the Card the transaction amount together with the amount of a transaction fee if any shall be blocked on the Account. The blocked amount may not be available to the Client. Such blocked amount may be actually debited within several days following the transaction day in line with internal procedures of the Bank and the regulations of the IPS.

1.6. An overdraft may be provided and serviced to be repaid as follows: 

1.6.1.  Based on a respective application executed in the form of an individual agreement and the provisions of the Agreement the Bank may grant / increase an overdraft limit on the Account for the Client in line with the internal procedures of the Bank and provided for relevant Tariff plan. 

1.6.2. The overdraft limit period shall exceed 30 (thirty) calendar days, but be no longer than 365 (three hundred sixty-five) calendar days to comply with clause 1.6.14. In an event an overdraft limit expiry date falls on a day which is a day-off or holiday, the last business day preceding such day-off or holiday shall be deemed overdraft limit expiry date; 

1.6.3. To set / increase overdraft limit, the Client may request the Bank outlet and submit a relevant application in the form of the individual agreement, where all material terms and conditions of overdraft are stated. 

The Bank may accept the application in the form of the individual agreement in relation to the establishment of / increased overdraft limit by providing another counterpart of the document and respectively marked by the Bank. 

Within the Agreement the overdraft limit shall mean for the Parties a financing limit to be established in the form of a revolving line of credit that may make the credit funds available to the Client within the overdraft limit (financing limit) in tranches. A tranche may be granted to the Client upon its request by means of a card used with the ATM, electronic terminals or in any other way compliant with the effective law, as well as by instructing the Bank to debit a card account with the credit funds, without use of a card. The obligations of the Bank shall be considered uncommitted in connection with the issue of a subsequent tranche to the Client, and the Bank may reject in a tranche providing no reason why.

1.6.4. The interest and/or overdraft limit fees shall be payable by the Client to the Bank in line with the Tariff rates and the Agreement.

1.6.5. A day on which the Account is credited with relevant funds shall be regarded the repayment date with overdraft repaid and/or partially repaid. The result is overdraft debt pro rata reduced as of the end of an operational day. 

1.6.6. Should an overdraft debt as of the end of the last business day in a current month arise, an obligatory minimum payment shall be made by the Client on the monthly basis to be computed on such last business day of a corresponding month and be due and payable before the 25th day of the following month inclusive.
In an event the obligatory minimum payment to be repaid falls on a day which is a day-off, holiday or non-business day, the last business day preceding such day-off, holiday or non-business day shall be considered due repayment day.

The obligatory minimum payment shall include a part of the utilized overdraft determined under the application as an individual agreement, interest for the overdraft, and an overdraft debt settlement fee accrued but that remains unpaid.

1.6.6.1. The part of the utilized overdraft shall be calculated in its percentage value set in the application executed in the form of an individual agreement and derived from the amount of the utilized overdraft as of the end of the last business day in a current month. 

1.6.6.2. Interest for the overdraft drawdown shall accrue based on the actually utilized overdraft for each calendar day, respectively, at the interest rate determined in the Agreement. Interest shall accrue to be chargeable on the last business day of a current month following the fact/360 method, for the period from the last calendar day of the month prior to the accrual month to the last but one calendar day of a current month in which accrual takes place inclusive. 

1.6.6.3. Overdraft debt fee shall be calculated in its percentage value as set in the Agreement to derive from the average monthly amount utilized. Such fee shall accrue on the first business day after the 25th (twenty fifth) of a current month for the period from the first calendar day to the last calendar day inclusive of the month which precedes the accrual month. 

1.6.6.4. No overdraft fee shall accrue where the debt under both the overdraft and overdraft fees/interest accrued and chargeable:

- may not be found as of the beginning of the first business day in a month in which fee accrual takes place; or

- may fall under the aggregate funds credited to the Account for the period from the first business day of the fee accrual month to the day on which such fee accrues. 

1.6.7. The debt under the overdraft including the payment for overdraft drawdown shall be repaid by the Client following such priority:

1.6.7.1. Where overdraft expires including a case the Bank may reject the Client to extend a relevant overdraft limit, or where overdraft limit gets cancelled at the Bank’s initiative in accordance with the Agreement /or on the basis of the Client’s application:

· The debt outstanding under the overdraft and overdraft fees/interest accrued shall be repaid by the Client before the day the overdraft limit gets cancelled / expires;

· The debt outstanding under the overdraft fees/interests to arise after the overdraft limit gets cancelled / expires, e.g. based on the interest accrual on the last business day of a current month, shall be repaid by the Client before the 25th (twenty fifth) of a month following the fees/interest accrual month. Where the 25th (twenty fifth) day of a current month falls on a day which is a day-off or holiday or non-business day, the last business day preceding such day-off or holiday or non-business day shall be deemed repayment day; 

1.6.7.2. Where the Account is closed at the Client’s initiative or a relevant notice is sent to the Bank in regard of disagreement to the changes made to the Agreement, before an application to close an account is submitted or such notice sent the Client shall apply to the Bank to cancel the overdraft limit and concurrently repay the debt outstanding under the overdraft, including the utilized overdraft. Should the overdue overdraft be accrued after the overdraft gets cancelled, such overdue debt shall be repaid by the Client pursuant to Section 12 hereof. 

1.6.8. The Bank shall have the right to reject an application to set/increase the overdraft limit as stated in a corresponding application, or to decrease, cease to allow for the overdraft or cancel the overdraft limit should any event that may affect the Client’s capacity to perform the Agreement arise, in particular:

1.6.8.1. The Client’s financial standing deteriorates / worsens, where the following shall be meant by the Bank under deterioration of the Client’s financial standing:

· the Client’s binding obligations to the Bank under the Agreement and any other contracts concluded or that may be concluded in future by and between the Bank and the Client fail to be performed / fulfilled or found overdue, and/or

· other circumstances that may result in deterioration / worsening of the Client’s financial standing and/or impede Client’s capacity to deliver upon respective obligations under the Agreement, and/or

· the Bank may receive unfavorable information in relation to the Client as described in Article 10 hereof;

1.6.8.2. Relevant collateral is lost, the collateral and/or its storage conditions get worse / deteriorate where collateral is anticipated to secure fulfillment of binding obligations);

1.6.8.3. The Client’s disposal of the funds on the Accounts may be restricted, in particular:

·  funds available on the Account and/or any other account(s) of the Client may be fully or partially frozen, and/or

·  transactions under the Account and/or any other Client’s account may be suspended, and/or

·  the Bank may receive settlement documents to enforce funds debit in full or partially from the Client’s Account and/or other account of the Client, and/or

·  any steps and/or actions may be taken by the state authorities, Client’s lenders or any other persons to restrict the Client’s right to dispose of funds available on the Account and/or any other Client’s account.

Where the overdraft limit gets cancelled or the Bank refuses to set/increase the overdraft limit, the Client shall retain the right to utilize the Card and the Account shall remain open.

1.6.9. The Parties hereby agree that the overdraft limit may decrease or get cancelled at the Bank’s initiative as follows:

1.6.9.1.The Bank shall inform the Client of its decision to decrease or cancel the overdraft limit by registered mail with return receipt. The written notice shall contain the information related to newly established overdraft limit and the date of the overdraft decrease or cancelation, which may not occur earlier than 30 (thirty) calendar days of the notice dispatch day. 

1.6.9.2. Subject to the claims outlined in the written notice by the Bank, the Client, within 30 (thirty) calendar days of the notice dispatch by the Bank, shall undertake to the following:

· To provide the Bank with evidence of remedied circumstances that drove the Bank to exercise such right , and/or

· To decrease the overdue debt under the provided overdraft to the amount of the newly set overdraft limit, and/or

· To fully repay the debt under the overdraft utilized.

1.6.9.3. Starting from the date indicated in the Written Notice, the Bank shall be entitled to decrease or cancel the overdraft limit. 

1.6.10. In an event the overdraft limit decreases, the debt outstanding with the Client and that exceeds the amount of the newly established overdraft shall be repaid on the day of the overdraft reduction; and should overdraft be cancelled, the overdraft and a respective overdraft fee shall be considered due and payable while the Client’s outstanding debt shall be repaid as of the day of cancelled overdraft limit pursuant to clause 1.6.7 hereof.

1.6.11. In an event overdue debt occurs, overdraft shall be suspended until and unless the overdue debt is fully repaid. 

1.6.12. An increased interest rate indicated in the overdraft limit application executed in the form of an individual agreement shall apply to the overdue debt.
1.6.13. The overdue debt under the overdraft shall not be repaid with the set overdraft limit.
1.6.14. On the last day of the overdraft limit utilization period the Bank in its discretion shall be entitled to set a new overdraft limit in the same amount, for the same period and under the same conditions where in aggregate:

· the Client meets the Agreement, and

· no written request by the Client to cancel the overdraft limit is existing, and

· required service fees have been paid,

The last day of the overdraft limit shall be considered the first day of the newly established overdraft limit period.

1.6.15. Where overdraft limit is set, modified (increased or decreased), cancelled or refused relevant applications by the Client shall make an integral part of the Agreement.

1.7. The Bank shall render to the Client remote services via RSS to allow for servicing the Client’s account(s) opened with the Bank as well as exchange of technological and other information between the Parties with the help of all possible RSS means implemented in the Bank. RSS servicing together with other services shall be performed in line with the Agreement, Article 7 hereof, in particular, as well as the User Guide and the effective law.
1.8. Payments with the Mobile Application.
1.8.1. The Mobile Application allows for the Virtual Card to link to the Client’s Mobile Device. Such Virtual Card provides for the below transactions:
- payment for goods, works and services by / with trade networks, shops and other trade outlets, which have the payment terminal that back contactless payment card transactions;

- payment for goods, works and services in the Internet provided that a relevant trader sustains payments carried out by means of the Mobile Device.
1.8.2. In order to perform a payment with the help of the Mobile Application, the Client shall install a respective Mobile Application on their Mobile Device. Next, the Client shall make a Virtual Card with the Mobile Device by entering relevant data of the Card and activating it with the activation code received in a respective information notice or in a call made to StarContact.
1.8.3. Payment transactions can be performed with the Mobile Application as follows:
- Where they pay for goods, works and services by / with trade networks, shops and other trade outlets, the Client shall choose a relevant Virtual Card in the Mobile Application and, by placing the Mobile Device next to the contactless payment terminal at a point of sale, initiate a payment transaction and confirm it with the entered authentication data if necessary;

- Where they pay for goods, works and services in the Internet provided that a relevant trader sustains payments carried out by means of the Mobile Device, the Client shall choose an option of paying with the Mobile Application and confirm a payment with the entered authentication data, if needed.

The Parties hereby agree that the entered authentication data shall stand for the Client’s e-signature.

1.8.4. With the Mobile Application the Client may access the additional services if the the Mobile Device allows for relevant technical capacity, in particular:

- Information review on payments carried out with the Mobile Application;

- Information review on the Card status.
1.8.5. By installing and applying the Mobile Application on the Mobile Device, the Client enters into legal relations with the Provider and accepts the terms and conditions established for application of the Mobile Application and performance of payments with it, as anticipated hereby and in relevant terms and conditions / rules / offer by the Provider; and the Client undertakes to observe the above.

1.8.6. The Client undertakes to keep the authentication data, the Mobile Device in the way that would make unauthorized access by third persons impossible, including impossible use of the Virtual Card, should the Mobile Device be transferred or sold to other persons.

In an event authentication data and/or the data connected with the Card or the Virtual Card and/or the Mobile Device are lost, compromised or suspected of being compromised, the Client shall immediately inform the Bank of that by reporting to StarContact in a call.
That the Client fails to report and/or reports at a late time to the Bank of the above-mentioned shall result in no liability of the latter for the Client’s potential losses.

1.8.7. The Client may, at any time, refuse to use the Virtual Card by deleting it in the Mobile Application.

1.8.8. The Bank shall have the right to the below:

- refuse the Client with the Virtual Card to be used in the Mobile Application; and/or

- cease to service the Client by means of the Mobile Application with any Provider, and/or

- block the effect of the Virtual Card or its application in the Mobile Application.

1.8.9. The Bank shall ensure the Client be supported with the information in relation to application of the Virtual Card via StarContact.

1.8.10. No liability shall be held by the Bank with the following:
- for security, accuracy, legality and appropriateness as well as other contents or operation of the products including the Mobile Application, or the services by the Provider, or a third person;
- no support or promotion shall be expected from the Bank in relation to any hard- and/or software by the Provider or third persons and their products or services including the Mobile Application or Mobile Devices. Should any question arise in connection with the application of the product or services by the Provider or third parties, the Client shall directly and merely reach the Provider or such third parties;
- no liability shall be held by the Bank with the application by the Provider or third parties of the data and information collected by the both Provider or third parties, and associated with the Client. Thus, any information collected by the Provider or third parties with the application by the Client of Mobile Application or Virtual Card, shall be subject to governance by the terms and conditions / rules / offer by such Provider or third parties, whereas left out beyond the scope hereof or the Agreement between the Bank and the Client. 

2.  Rights and Obligations of the Parties 

2.1.  Rights of the Bank shall be as follows:
2.1.1.  The Bank may use the funds in the Client’s Account (-s) and guarantee the Client’s right to funds disposal at their discretion.
2.1.2.  The Bank may request from the Client documents and information required to verify their identity, identify nature of activities and financial standing.

2.1.3.  The Bank may reject services to the Client under the Agreement should the Client violate the Agreement and/or current legislation, fail to provide the Bank with necessary documents or information, or deliberately provide the Bank with misleading information. 

2.1.4.  As envisaged by the legislation and/or the Agreement, the Bank may suspend a transfer amount for the period envisaged in the legislation to learn the proper recipient of the funds.

2.1.5.  The Bank may receive from the Client service fees in line with the procedure envisaged in the Agreement.

2.1.6.  The Bank may refuse to modify the Bank’s Tariff rates at the Client’s request if such modification is brought up by the Client.

2.1.6.1.  The The Bank may delay performance of a transaction and/or reject the Client with performance of a transaction on debiting or crediting the Account and/or performance of Settlement and/or cash documents submitted by the Client hereunder in the event:

(i) the Account of the Client holds insufficient funds to perform a Settlement and/or cash document submitted by the Client and simultaneous payment to the Bank of One-time fee and repayment in full of a debt associated with Regular and/or One-time fee if any, and/or 

(ii)  unless the services requested by the Client are foreseen by Tariff rates of the Bank, or the Bank possesses no technical means to perform or conduct such services, and/or


(iii) the Client’s transaction might lead to a suspicion that such bears marks of a transaction subject to financial monitoring in compliance with the Legislation or subject to other existing restrictions (sanctions) under the Legislation and/or Legislation on Extraterritorial Jurisdiction, and/or

(iv) the Client has failed to provide documents requested by the Bank and/or information on sense of the financial transaction and/or to define persons who take part in performance of the transaction and/or contract and other documents under export-import operation, and/or

(v)  the Client has failed to provide to the Bank documents and/or information necessary to fulfill by the Bank clarification of information regarding to identification and analysis of the Client (including but not limited: information / documents in respect of the Client’s financial state and its activity essence; evaluation of the Client’s financial state; determination if the Client (or its representative) belongs to national or foreign public figures, persons who execute political functions in international organizations, or persons associated with them; determination of his domicile or location or temporary location in Ukraine); and/or

(vi) the Bank declares itself not in a position to deliver the services requested by the Client as a result of rules and regulations not necessarily limited to, but including Legislation on Extraterritorial Jurisdiction; and/or
(vii) the Client breaches the established order for funds use under the Account, which is set by Legislation, and/or

(viii) in any other cases envisaged by the applicable Legislation and/or as stipulated herein.
2.1.8. The Bank may reject the Client with services (transactions) and/or execution of Settlement and/or cash documents provided by the Client under the provisions herein in the following order:
·  in case of rejection to perform Settlement and/or cash documents provided in hard copy - by returning to the Client its Settlement document and/or cash document unexecuted, with making a note on the back of such document the reason for return unexecuted and indication of return date (authorized and signed by the Bank executive in charge and an employee in control, as well as stamped with the Bank’s seal);

·  in case of rejection to perform Electronic Settlement and/or cash Documents – the Bank shall inform the Client by means of RSS that Electronic Document is not performed with indication reason and the date of return.

The reason of rejection to perform the Settlement and/or cash documents shall be indicated with a reference to an article of the law of Ukraine and/or clause of the National Bank of Ukraine regulation and/or clause hereof subject to which a Settlement document cannot be fulfilled if required by the Legislation.

The Settlement and/or cash documents in hard copy shall be returned to the Client at the cash desk when the Client initiates the transactions or simultaneously with the Account statement pursuant to the provisions herein.
In even of transaction delay according to the terms hereof the Bank informs the Client about it via StarAccess System and/or via another means.

2.1.9. The Bank may decrease the expense limit with the amount of the fees accrued but unpaid by the Client.

2.1.10. The Bank may terminate effect of Cards should the Cardholder violate Card Regulations.

2.1.11. The Bank may introduce new soft- and hardware means to improve RSS.

2.1.12. The Bank may suspend or abstain from execution of the Client’s electronic documents in an event the latter fails to meet the requirements related to execution and/or submission and/or protection procedure or with existing doubts as to their validity and/or integrity and/or authenticity and/or authorship until the issues under question get settled with the Client.

2.1.13. The Bank may call off / temporarily block the Client’s Public Key Certificate in an event the Client violates the regulations related to use/storage of key information or the Bank learns or doubts that Secret Keys are compromised.

2.1.14. The Bank may provide the Client with optional additional protection means at the Client’s choice and implement compulsory additional protection means where such (for the first time) are provided free of charge. The Bank notifies the Client of implemented compulsory Additional Protection Means via RSS.

2.1.15. The Bank may make a decision to temporary suspend transactions using certain card, as well as to confiscate the card if there are circumstances testifying to illegal usage of card or its details, usage of card by person not authorized to do it, and in other cases specified in the Agreement and/or legislation. 
2.2. Obligations of the Bank shall be as follows:

2.2.1.  The Bank shall duly comply with the Agreement and the law.

2.2.2.  The Bank shall timely execute settlement transactions in line with the legislation and the Agreement. The Bank shall advise the Client as to settlement and payment services of the Bank and RSS.

2.2.3. When crediting funds under the electronic settlement documents, The Bank shall reconcile the Account (-s) number of the recipient with a respective code (ID number) to further credit the funds into the Account (-s) provided such match.

2.2.4. The Bank shall ensure funds be timely credited to the Account, where such are credited:

2.2.4.1.  without a Card, on the day on which the Bank receives the funds on condition that the Client complies with the terms and conditions of the Agreement and the law in effect;

2.2.4.2.  with a Card, not later than the next business day after the proceeds are received by the Bank on condition that the Client complies with the terms and conditions of the Agreement and the law in effect. 


Once the funds are credited, such become available immediately upon the transaction.

2.2.5. The Bank shall receive funds / make the funds available in line with the law in effect, internal regulations of the Bank and the terms and conditions of the Agreement.

2.2.6. The Bank shall provide an Account statement in hard copy at the Client’s first request. The statement can be provided to the Authorized person – any person indicated in the signature sample card of the Client, any other representative with a relevant power of attorney duly executed in line with the legislation, or to the Authorized Person of the Client.

2.2.7. At the Client’s request, the Bank shall provide the Client with the Tariff rates (duly signed by an authorized person of the Bank to be sealed).

2.2.8. Where the Client acts in line with clause 7.1.3 hereof, the Bank shall connect such Client to RSS to provide respective servicing under the Agreement.

2.2.9. The Bank shall receive electronic documents via RSS for execution on condition the Client follows the requirements set for execution and transfer of such documents together with security compliance.

2.2.10. At the Client’s request, the Bank shall block current active Public key of the Client and reserve a new Public key of the Client in RSS once the Client provides the Bank with 2 (two) counterparts of the printed out new Public key certificate duly sealed (if necessary) and signed and by the Client or its authorized representative.

2.2.11. The Bank shall inform the Client on modifications / amendments made to the Guide and/or changed mode in RSS as contemplated by the Agreement.

2.2.12. When unauthorized, the Bank shall not disclose the information that became known to the Bank in the course of collaboration with the Client. 

2.2.13. The Bank shall notify the Cardholder of card transactions conducted by sending an information notification to the Client’s phone number connected to StarSMS service. The fact the Cardholder does not connect to StarSMS service shall be deemed refusal of the Client to receive messages by the Bank of conducted card transactions.

2.2.14. The Bank shall notify the Cardholder of card expiry date not later than 10 (ten) calendar days of its expiry, by sending an information notification to the Client’s phone number connected to StarSMS service or with the information lit on the ATM screen in the course of a card transaction performed by the Cardholder.

2.3. Rights of the Client shall be as follows:

2.3.1. The Client may dispose of the funds in the Account at a discretion save for the cases the Client’s disposal rights get restricted in compliance with the legislation and/or the cases envisaged in the Agreement.

2.3.2. To amend or modify the list of Authorized Persons, the Client may submit an application executed in the form acceptable by the Bank.

2.3.3. The Client may carry out payments in favour of third parties under the Agreement in the cases envisaged by the legislation.

2.3.4. The Client may indicate the value date in the bank transfer order, which may not exceed 10 calendar days from the day of such bank transfer order.

2.3.5. Should the Client disagree to the modified / changed Bank’s Tariff rates and/or Tariff plans and/or any other servicing, such Client may refuse to receive the Bank’s services and terminate the Agreement.

2.3.6. The Client may take steps and actions, conduct transactions as envisaged by the Agreement and demand the Bank timely and fully performs the Agreement.

2.3.7. The Client may submit to the Bank a written request for and on behalf of the Cardholder within 30 (thirty) calendar days after the transaction is reflected under the Account to appeal against any Card-based transactions indicated in the statement. The Bank shall consider such request within 120 (one hundred twenty) calendar days of its receipt in accordance with the regulations of the International Payment System to which the Card belongs. Should the request fail to be submitted to the Bank in relation to the transactions mentioned in the statement for the indicated period, such transactions shall be considered validated to be never appealed against in future.

2.3.8. The Client may demand that the Bank timely execute electronic documents and carry out other operations provided if the Client abides by the regulations connected with execution and transfer of electronic documents via “StarAccess” system, and if the above operations comply with the legislation.

2.3.9. The Client may receive services via RSS in line with the Agreement and supplementary agreements thereto and the Guide.

2.3.10. The Client may change a servicing bank outlet once a respective request is submitted to the Bank outlet or a respective message is sent via RSS, or when addressing StarContact pursuant to clause 1.4.4.6 hereof. The servicing outlet shall become different within two business days once the Bank receives the corresponding request or the request is submitted via StarContact. At that the cards issued to the Account shall not be blocked by the Bank. 

2.3.11. The Authorized persons of the Client and Cardholders may contact the Star Contact service in order to carry out transactions or be advised as contemplated in the Agreement. Herewith, for the purpose of identification:

2.3.11.1. The Authorized person of the Client, at the request of the StarContact client service operator, shall provide the following details:

· Card Account number or USREOU code/TPIN of the Client (Taxpayer Identification Number if the Client is a sole trader / proprietor);

· Full name;

· Date of birth;

· Password;

· Passport data;

· Domicile (registered address);

· Card number and full name of the Cardholder.

2.3.11.2. Cardholders, at the request of the StarContact client service operator, shall provide the following details:

· Card Account number;

· Full name;

· Date of birth;

· Password;

· Passport data;

· Domicile (registered address).

2.3.12. The Client may initiate termination of the Card including without limitation dismissal of a Cardholder, with addressing StarContact service or employees of the servicing Bank outlet. Once the Card is terminated, no fees connected with such Card shall accrue.
2.4. Obligations of the Client shall be as follows:

2.4.1.  The Client shall duly perform the Agreement, abide by the law and keep to the internal regulations of the Bank.
2.4.2.  The Client shall inform the Authorized persons of the present Regulations and the Cardholders with the Card Regulations and ensure their abidance thereby.

2.4.3.  The Client shall pay to the Bank transaction and service fees under the Agreement as stipulated in the Bank’s Tariff rates in effect as of the transaction date.

2.4.4. The Client shall reimburse the Bank’s losses if any borne and incurred by the latter for the Client/Authorized Persons has violated the Agreement and/or Cardholders breach Card Regulations.

2.4.5.  The Client shall inform the Bank of the fact if any the Account is credited with the funds out of the Client’s possession and within 3 (three) business days of the proceeds receipt in the Account provide the Bank with bank transfer order to transfer the funds to the due recipient unless otherwise prescribed in the Agreement.

2.4.6.  Before the 10th (tenth) day every current month the Client shall receive the Account statement for the previous month.

2.4.7.  Not later than 30 (thirty) calendar days of the day on which the Account statement is received the Client shall inform the Bank on all detected errors and discrepancies in such statement and/or on its disagreement (denial) related to the Account balance. The Client’s failure to receive the statement shall not be deemed release from the liability under the Agreement.

2.4.8.  The Client shall confirm the Account balance as of January, 1st every current year. The failure by the Bank to receive confirmed Account balance within one month shall be considered the Client’s confirmed Account balance.

2.4.9.  The Client shall inform the Bank in writing of any changes to the registered and correspondence address, phone numbers and executive bodies, other changes to data regarding to the Client in Unified State Register of Legal Entities, Individuals-Entrepreneurs and public organizations after the above modifications have occurred as well as provide the Bank with the amendments to the statutory documents of the Client and documents regulating the authorities of the Client’s executive body members within three days at the latest. 

2.4.10. Within 3 (three) business days of the Bank’s request the Client shall provide the Bank with all the documents required to ensure control over the Client’s settlement transactions under the law.
2.4.11. The Client shall upon request of the Bank, submit to the Bank in full legal, true and accurate documents and reports necessary for identification and analysis of the Client, clarification of information regarding identification and analysis of the Client, determination of the person’s identity, business activities, financial position and provide the documents on confirmation of the information related to financial transactions including contracts and other documents under export-import operation and/or other documents in line with Legislation and/or provisions hereof.
Providing information for the purpose of studying the Client and / or clarifying information about it may be done through RSS in the manner prescribed by the Rules.
2.4.12. The Client shall notify the Bank in writing should such Client carry out or start carrying out activities subject to regulation by the law in the area on state procurement, i.e. such Client holds a 'customer' status, of including, without limitation, existing special or exclusive rights to performance of such activities or such being granted, where the activities are deemed the subject of regulation by the law with respect to state procurement. Such notification shall be sent by the Client not later than the next business day following the day on which the activities indicated above have been rolled out and/or special or exclusive rights are being granted.
2.4.13. The Client shall immediately repay the unauthorized debt outstanding if any.

2.4.14. The Client shall follow all technical, organizational, legal and other Banks’ requirements related to RSS.

2.4.15. The Client shall correctly fill in the documents in soft copy including without limitation settlement documents.

2.4.16. The Client shall ensure maintenance of the Client’s secret key with an external media as well as passwords to access RSS so that a person that is not duly authorized shall be denied access. 

2.4.17. With use of RSS the Client shall observe and abide by all the Bank’s information security recommendations set out in the Guidelines.

2.4.18. The Client shall timely block the keys of the Client’s unauthorized employees.

2.4.19. The Client shall not transfer personal (secret) keys to third parties, bear liability for storage and utilization of the key information.

2.4.20. Should the Bank implement obligatory Additional Protection Means as stipulated in clause 2.1.14 hereof, the Client shall sign all the documents required to receive Additional Protection Means within 30 (thirty) calendar days of the date the Bank sends a respective notice via RSS where such notice allows for that, and duly use additional protection means once such are implemented.

2.4.21. The Client shall notify the Bank in writing of terminated business by the Client and/or independent professional activities not later than the next business day of the date on which such business terminates (of the state registration date, cancellation pursuant to the permit, license, etc., in particular). At the same time the Client shall be obliged to submit to the Bank relevant documents in confirmation of started / terminated business activities and/or independent professional activities.

2.4.22. The Client shall submit to the Bank the following financial documents in case of overdraft granting:

2.4.22.1. On a quarterly basis, but not later than the first 30 (thirty) calendar days of a month following the reporting quarter, and not later than the first 60 (sixty) calendar days of the quarter when the financial year is over:

· the balance sheet of the Client with detailed balance sheet items which total share exceeds 10% (ten per cent) of the balance sheet total;

· financial results statement of the Client; 

· a bank certificate of cash flow on current accounts of the Client with other banks for the reporting period;

· a certificate of outstanding loans if any with the Client with other banks;

· a list of amounts and contractors, accounts payable and receivable as of the reporting date;
· a certificate with the information on details of all accounts opened by the Client with other banks as of the date of this Agreement and opened by the Client within validity of this Agreement;
2.4.22.2. within 30 (thirty) calendar days of the Loan disbursement, or each separate instalment/Tranche where such is granted, made available in instalments/Tranches, the documents to confirm the purpose of a respective Loan/Tranche (bills of lading, certificates of works/services completion, acceptance certificates and other documents);

2.4.22..3. On a yearly basis, but on the 28th day of February at the latest every current year, a detailed form no. 2 Financial Outcome Report (line 2000) or Form no. 2-m (no. 2-mc) Financial Outcome Report (line 2000) in connection with the relevant annual financial statements for the latest reporting period in regard of the structured business revenue, in the form suitable to the Bank, as well as Cash Flow Report pursuant to Form no. 3 following either direct or indirect method should such form be required by the Legislation to be submitted by the Client;
2.4.22.4. On a yearly basis, but on the 1st of September at the latest every current year, the annual financial statements of the Companies of the Group, which are executed in observance with the requirements of the International Financial Reporting Standards (IFRS) and examined by an international audit company listed in the registry of audit companies empowered to audit banks as per the list announced and approved by the NBU.

Upon written demand of the Bank, within 2 (two) business days of receipt of the demand, the Client shall furnish, in addition to the above, such prescribed financial statements and tax accounts and other documents as may be determined by the Bank.
Upon the Client’s demand, Client’s submission of financial statements and tax accounts to Bank shall be confirmed with a record of authorized officer of Bank on covering letter or copies of the documents submitted with an indication of the date of such submission.

The Bank shall be entitled to change the list of documents or requested information which shall be submitted by the Client to the Bank in accordance with this clause of the Agreement, and/or the terms and/or the form related to submission of such requested information, by a written notice to the Client not later than 30 (thirty) calendar days in advance.


The documents submitted shall be duly executed and attested with the signatures of the authorized persons of the Client.
3. Bank Fees
3.1. The Client shall pay for the services provided by the Bank.
3.2. The list, terms and conditions, and cost of the Bank’s services under the Client’s Accounts shall be determined by respective Tariff rates in the Tariff package selected by the Client as anticipated in the Agreement, or subject to a relevant supplementary agreement to the Agreement which is duly concluded by and between the Bank and the Client. 

3.3. The fees for the services provided by the Bank under the Agreement shall be due and payable by the Client as set in the effective Tariff rates:

3.3.1. on the day of fee accrual – for regular fees (for cash and settlement services, etc.)

3.3.2. on the day a service is rendered – for services that do not relate to funds movement in the Accounts, e.g. issuance of an additional or extra card, execution of an account statement, etc.

3.3.3. on the day a transaction under the Account is recorded – for services/transactions related to funds movement in the Account, e.g. cash withdrawal, etc.

3.4. The overdue fees and other payments owed and outstanding to the Bank under the Agreement shall be repaid by the Client with the expense limit and/or proceeds arrival into the Client’s Account in the order contemplated in the Agreement with the following priority:

3.4.1.  payments subject to enforcement to comply with the applicable legislation (based on a judgment, court ruling, etc.);

3.4.2.  overdue debt outstanding under the overdraft limit;

3.4.3.  overdue fees outstanding to the Bank for settlement and cash services; 

3.4.4.  term fees accrued and chargeable for cash and settlement services;

3.4.5.  increased interest, overdue interest and overdue overdraft fees;

3.4.6.  interest accrued and chargeable and fees due and payable under the overdraft;

3.4.7.  any other indebtedness outstanding under the Agreement, unauthorized debt.

3.5. Reasons and procedure for changes in the Tariff rates

3.5.1.  The Bank shall inform the Client of newly established and/or amended current Tariff rates and/or interest rates to pay for the Account balance with a corresponding notice placed on the information boards in the Bank’s premises and/or respective message related to changed Tariff rates via RSS, and/or by any other means 30 (thirty) calendar days prior to such mentioned changes take effect.
3.5.2.  The Parties hereby agree that the changes made under this clause hereof shall not require that the Parties conclude additional amendment agreements but shall take effect on the date indicated in the above notices.
3.5.3.  Should the Client disagree with the changes made to the Tariff and interest rates with the latter to refer to payment associated with the Account balance, the Client shall in writing inform the Bank thereof not later than the last business day preceding the day on which newly established Tariff and/or interest rates become effective and negotiate termination of the Agreement and closure of the Accounts. That the Client carries on with transactions under the Account after the newly established Tariff rates come into effect shall be considered Client’s consent to the newly established Tariff and/or interest rates with the latter payable for the Account balance. The Client’s failure to submit the above written notice related to disagreement of being serviced under the modified/amended terms and conditions at the Bank’s mailing address indicated in the Agreement as of the last business day prior to the day the newly established Tariff and/or interest rates come into effect shall be considered the Client’s consent to be serviced on with the newly established Tariff and/or interest rates under the Agreement.
3.5.4.  In the course of servicing the Account under the Agreement the Client shall have the right to request changes to be made to a separate tariff rate in relation to a particular service (transaction) by the Bank and/or interest rate payable on the Account balance provided the Bank agrees to the above changes. Changes in a cost connected with a particular service (transaction) and/or interest payable on the balance under a particular Account shall be made based on a relevant Client’s Application accepted and validated by the Bank in writing and/or a supplementary agreement to the Agreement, which is concluded by and between the Bank and the Client.

3.5.5.  In an event the Bank initiates changes to the Tariff and/or interest rates with the latter payable on the Account balance pursuant to clauses 3.5.1 – 3.5.3 hereof, effect of each above supplementary agreement and/or application shall expire unless otherwise contemplated in the mentioned or other supplementary agreement/application.
3.6. The Client shall pay to the Bank one time fee on the date when one time service is rendered or within the term specified in the Agreement, and periodic fee shall be paid within seven calendar days from the accrual date pursuant to applicable Tariffs of the Bank and Tariff Plan selected by the Client and/or conditions of the Agreement. In case of setting overdraft limit under the Account and provided that own funds are not available on the Account, the Bank shall repay fees at the expense of the set overdraft limit taking into account cl.3.4.

3.7. A regular fee shall not be accrued after the Card expires pursuant to Clause12.10 hereof and in the circumstances the Client’s Card Account is distressed provided the Bank possesses relevant instructions to freeze funds or execute payment orders by virtue of decisions by the state authorities in cases envisaged by the applicable legislation. Accrual of fees shall be renewed once the effect of the above decision expires or seizure. Should a specified amount of funds be frozen and the Account balance exceed the required amount, the Client shall have the right to make payments within the remaining amount and in such a case a regular fee shall accrue to be chargeable and payable as stipulated in the Agreement. The Parties agreed that in case there is overdue debt under regular fee and/or one time fee lasting over 30 (thirty) days on end, the Bank shall have the right to stop cash and settlement servicing of the client and not to accrue monthly/ annual regular fee in case within 3 (three) calendar months on end there were no crediting transactions initiated by the Client from the card Account. Once the Client fully repays whole amount of the above outstanding fee and in case there debit transactions from the card Account the Bank shall renew services under the Agreement and accrual of monthly/ annual regular fee.    
3.8. Direct Account debit 

3.8.1.  To timely fulfill obligations and pay for the services by the Bank under the Agreement and/or other agreements concluded by and between the Bank and the Client including without limitation overdue debt under the loans granted by the Bank, the Client shall authorize the Bank to directly debit the Client’s accounts with relevant funds in favour of the Bank within the terms set by the Agreement and other agreements by and between the Bank and the Client in the currencies and amounts as provided below:
3.8.1.1.  in the amount and currency of the Client’s indebtedness outstanding, and/or
3.8.1.2.  in the amount of funds in any other currency to equal the funds in the currency of the Client’s mentioned debt outstanding together with the Bank’s expenses (fees, etc.) incurred to buy/sell/exchange (convert) the currency on the IMMU and/or exchange such currency on the IMM at the exchange rate of the authorized bank, which is set for corresponding transactions as of the date related to such currency purchase/sale/exchange, should the funds in the Client’s accounts in the currency of the debt outstanding be insufficient to repay such debt.
3.8.2.  In an event the currency of the funds debited by the Bank from any Client’s account differ from the currency of the Client’s debt outstanding under a relevant agreement, the Client shall authorize the Bank in order to repay the debt to buy/sell/exchange the foreign currency on the IMMU and/or exchange it on the IMM in the behalf and at the cost of the Client in the amount required to repay the above debt of the Client at the exchange rate of the authorized bank, which is set for such transactions with mandatory crediting of the purchased/exchanged currency or funds received from currency sale into the Client’s Account opened in the corresponding currency.

3.8.3.  The Client shall authorize the Bank to debit funds from the Account on the basis of payment orders of collectors in line with the procedure and in cases envisaged by the law in effect and/or the provisions of the Agreement. 

3.8.4.  The Bank and the Client hereby agree that should the funds in the Account be insufficient to execute the Client’s settlement and/or cash documents and pay associated Bank fees as well as repay the Client’s current debt outstanding to the Bank for the services provided under the Agreement, the Client shall authorize the Bank to directly debit the Account with the amount of a current debt outstanding to the Bank at first priority and the received settlement and/or cash documents of the Client submitted for execution shall be returned unexecuted based on the procedure envisaged in the Agreement.

3.8.5.  If the direct debit day falls on a day which is a day-off, holiday or non-business day, the first business day following such day-off, holiday or non-business day shall be deemed the direct debit day.

3.8.6.  The Bank shall directly debit the Account in line with the requirements of the legislation regulating funds transfer in national currency provided:

· the Client’s rights to administer funds on the Account are not restricted (in relation to freezing, distress, attachment, etc.); and

· no other restrictions, account operation mode, in particular, is pending or threatening under the Agreement and the current law in effect; and

· the amount of transfer falls within the limits (if any) set by the legislation; and

·  the funds in the Account may allow for direct debit concurrently with payment of the fees for the Bank as set in the Tariff rates of the latter, where no partial debit from the Account, save for the direct debit to repay overdue debt outstanding under the loan, may be conducted by the Bank.

4. Star SMS (SMS–notification) 
4.1.  Star-SMS (SMS – notification) shall mean a service to enable the Client and/or Cardholders to receive information on (Card) transactions under the Account in a timely manner and oversee funds flows with the help of information notification. The information notification shall be sent by the bank to mobile phone number serviceable by one of the Ukrainian mobile operators. Such information notification shall be deemed of informative nature only and beyond the scope of confirmation for a legal fact and thus resulting in no legal consequences.

4.2.  Star-SMS connection and servicing shall be regulated in accordance with the Agreement. The Client shall pay the Bank’s fees as determined in the current effective Tariff rates.

4.3.  The service may become available in a following way:

4.3.1. Star-SMS connection to the Account. 

4.3.1.1.  The service shall be connected to the Account upon a submitted Client’s Application. Such Application shall include the full name of recipient (-s), mobile phone number(s) at which information notification is to be sent, message recurrence (periodicity) and other data required by the Bank. The Client, at its own discretion, may choose a periodicity from the provided below:

· Once a day where an information notification shall be sent every other day by noon (12:00). Such information notification shall feature the total amount of credit and debit transactions on the Account for a previous business day and the Account balance as of the end of such previous business day. 

· Upon each transaction made in connection with the Account save for Card transactions and capitalized interest accrued on the Account. Such information notification shall feature a transaction type, transaction currency and amount, the Account balance after a transaction is conducted.

· Upon each transaction made in connection with the Card(s) issued to the Account. Such information notification shall feature a Cardholder’s name and surname, transaction type, transaction amount, etc.

4.3.1.2.  The service shall be disconnected upon a respective Client’s Application.

4.3.2. Star-SMS connection to the Card.

4.3.2.1.  The service shall be connected to the Card by:

· The Client, to this end the Client shall submit a relevant application to the Bank with the emission of the Card (-s), or

· Cardholder, with any ATM or at a bank outlet, or via Star Contact service.

4.3.2.2.  The service may become available upon a connection selected: 

· One Card and one mobile phone number; or

· Several Cards to one mobile phone number; or

· All the Cards to one mobile phone number. 

Once the StarSMS is activated under the Card and until service id deactivated, payment for goods and services in the Internet by means of such card shall be carried out using “3D Secure technology” pursuant to cl.8.4. of card usage rules. 

4.3.2.3.  After a credit/debit Card transaction is made on the Account, the Bank shall send a corresponding SMS at the phone number indicated by the Client when activating the service. Such information notification shall feature the following:

· number of the Card used to make a transaction (first and last four figures of the Card number); 

· transaction type (cash withdrawal, payment for goods, account balance receipt, etc.);

· currency and amount of a transaction;

· transaction location and time;

· available balance after such transaction;

· a rejection code should a transaction fail

4.3.2.4.  Once the Card expires, the service shall be automatically connected to the reissued Card. Should the Card be blocked if lost/robbed of, or destructed as foreseen by the Agreement, the service shall be automatically disconnected.

4.3.2.5.  A separate SMS-request from a relevant mobile phone number shall allow for information related to the following:

· amount of the funds available on the Card account;

· list of the latest 10 Card transactions (mini statement).

The following may also be available:

· Blocking a Card;

· Disconnecting Star-SMS service.

An SMS-request if needed shall be sent from the mobile phone number connected to Star-SMS to the number from which the Client receives Star-SMS service. In case the Client is abroad, an SMS shall be sent to the number indicated at www.my.ukrsibbank.com. Such SMS shall be as follows:

ХХХХ%YYYY_kk,

where ХХХХ – first 4 figures of a card number,

YYYY – last 4 figures of a card number,

kk – request code to denote as value attached:

01 – balance request,

02 – mini statement request,

88 – Star-SMS to be disconnected,

99 – Card to be blocked.

4.3.2.6.  The service shall be disconnected provided:

· an “88” code is sent from a relevant mobile phone number as anticipated in clause 4.3.2.5 hereof; or

· a relevant application is submitted by a Cardholder to the Bank; or

· a Cardholder disconnects it by itself via ATM of the Bank or Star Contact service.

4.4.  For Star-SMS servicing a mobile phone shall support SMS option and a mobile operator shall provide its clients with the services of SMS-texting sent and received, provided such operator is accredited for telecommunications services in Ukraine. For the purpose of Star-SMS a mobile phone shall allow for SMS-texting with the latter activated.

4.5.  An owner of the connected mobile phone shall read the chapter SMS – Short Messages Service of mobile phone manual and respective mobile operator’s guide relating to such option.

4.6.  The Bank shall be entitled to send information regarding Tariff rates, products, Bank’s services, etc. at the mobile phone number connected to the service.

4.7.  The information is sent via open communications channels. The Bank shall not be held liable for disclosure, misrepresentation or failure to receive information related to the Card/Account in case such occurs when information is sent at the mobile phone number connected to the service. 

4.8.  The Bank shall not be held liable for the consequences/incidents stemming from the Client’s /Client’s Authorized Persons’ /Cardholders’ failure to provide a proper phone number to be connected to Star-SMS.

4.9.  The Bank shall not be held liable for the untimely inclusion of the Card in the stop-list pursuant to clause 4.3.2.5 hereof, in the circumstances relevant SMS fails to have been received by the Bank or received too late due to factors beyond the influence of the Bank. 

4.10. The Bank shall not be liable for timing and delivery of information notifications. Delivery of information notifications is not guaranteed and could be not performed or could be delayed, in particular for period of operators’ transport network servicing or its failure, or if subscriber is not available.
5. Payments For Mobile Operators 

5.1.  For the purpose hereof, Payments for Mobile Operators shall mean a service to allow for purchase by a Cardholder of prepaid mobile cards with the help of a payment card used via ATM.

5.2. Electronic vouchers.

5.2.1. The list and cost of prepaid mobile cards in an electronic voucher, which are sold via ATMs of UKRSIBBANK, JSC, may be subject to change.

5.2.2. With prepaid mobile service recorded in an electronic voucher, a respective top-up code and guidelines are printed on an ATM receipt.

5.2.3. The account is credited with respective funds once the code is activated.

5.2.4. The top-up code shall be activated before the date indicated in an ATM receipt.

5.3. Top-up via phone number. 

5.3.1. The list of mobile operators in favour of which transfers can be made to top up mobile accounts may be subject to change.

5.3.2. Topping-up through a phone number shall instantly follow an ATM transaction.

5.3.3. The Bank shall not cap the amount transferable to accounts topped-up. The Client shall have the right to transfer any sum to top up accounts within an expense limit.

5.4.  Transactions to prepay mobile service fixed in an electronic voucher and top up an account shall be carried out in line with the current Tariff rates.

5.5. The Bank shall not be held liable for the Client’s failure to enter correct mobile phone number or personal account with an ATM. The Bank shall not be held liable for loss by the Client of an electronic voucher printed by an ATM. 

5.6.  Should any problem arise within servicing the Client shall immediately contact Star Contact service.

6. ATM Transfer to Another Card Account with UKRSIBBANK
6.1. ATM Transfer to Another Card Account with UKRSIBBANK as a service shall allow for ATM funds transfer by a Cardholder from the Account to other Client’s card accounts or such with other clients, which are opened with the Bank, provided it is compliant with restrictions set under the Agreement, effective law and account mode. At that the currency of card Accounts involved in a transfer shall be the hryvnia only.

7. Remote Servicing

7.1.  Rules for Remote Servicing
7.1.1. RSS is used for:

· remote Product servicing: conducting payment transactions, receiving banking services, managing your Products and receiving information about Products and operations.

· electronic exchange of information with the bank: creating and sending to the Bank Electronic documents (including applications, requests), receiving of Electronic documents and notifications from the Bank, exchanging information with the Bank.. 
7.1.2. The Client shall be serviced via the system as outlined in the Agreement, RSS User Guidelines (herein referred to as the Guide) posted at https://my.ukrsibbank.com and/or https://corporate.ukrsibbank.com. 

7.1.3. To connect to and use RSS, the Client shall complete initial registration in RSS as contemplated in the Guide and to provide receiving by its authorized persons the Secret keys and to provide to the Bank relevant documents on granting of authority and rights of access to authorized persons if other order is not stipulates by the Guide under condition this order is in line with requirements of Legislation. Starting from the date when the Bank signed the documents on granting of authority and rights of access to authorized persons the Agreement comes into effect in part of servicing via RSS and working with Electronic documents. 
7.1.4. Actions taken by the Client as specified in clause 7.1.3 hereof shall be regarded to confirm the following:

- the Client’s Public Key indicated in respective Certificates sealed (if necessary) and signed by the authorized representative of the Client to be submitted to the Bank, belongs to the Client or its authorized persons, and
- the Client personally learnt the Guide before use of RSS and shall undertake to observe its provisions. 

7.1.5. The Bank shall have the right to modify / amend the Guide. In an event changes are made, the Bank shall post a corresponding notice and the Guide as restated and amended at the above internet link. That the Client carries on with RSS after the Guide has been modified / amended shall be considered Client’s consent to be serviced under the Agreement and the modified / amended Guide. 

7.1.6. Remote servicing of the Account (-s) via RSS shall anticipate information exchange between the Client and the Bank where the Client sends to the Bank electronic documents related to servicing (conduct of transactions) under the Accounts and corresponding processing, and the Bank in its turn sends relevant notices to the Client.

7.1.7. Payment bank orders, Client’s applications and other electronic documents submitted by the Client to the Bank via RSS shall feature all mandatory details determined by the law as well as Electronic Digital signatures of the Client’s authorized persons in line with the documents provided by the Client to the Band under the Agreement. 

7.1.8. Payment and electronic documents that fail to feature required number of Electronic Digital signatures of the Client, or feature erroneous EDS, or cast doubt in relation to key information therein as compromised, shall not be considered and processed by the Bank.

7.1.9. The Client shall have the right to generate electronic settlement documents neither on the basis of settlement documents that include annexes (cheque registers, letter of credit registers, etc.) nor upon payment claims. The above documents shall be submitted to the Bank in hard copy only.

7.1.10. To ensure the information transferable RSS and regarded confidential or such that contains bank secrecy under the law, be confidential such information shall be sent protected, i.e. via cryptography or other information protection means compliant with the law. By signing the Agreement where RSS servicing is selected to be included, the Client shall agree that certain financial and other confidential information transferable via RSS but featuring no banking secrecy and/or allowing for no Client’s identification may be communicated via unprotected communications channels, for which the Bank shall be authorized with the Client’s above consent as signature below the wording of the Agreement.

7.1.11. Actions taken by the Client as specified in clause 7.1.3 hereof shall be regarded to confirm acceptable for the Client sufficiency of cryptography for the documents, i.e. EDS applicable to an electronic settlement document with RSS. 

7.1.12. The Parties hereby agree that an electronic document including but not limited to a settlement document, transferable via RSS with the EDS of the Client’s authorized persons, validated / secured with other Additional Protection Means if any contemplated in the Agreement, submitted by the Client to the Bank under the Agreement, shall be of equal legal force with a document submitted in hard copy including but not limited to a settlement document, personally signed by the above persons to have the Client’s seal affixed thereto if seal shall be used by the Client according to the legislation. Electronic documents without the Client’s EDS shall be of no legal effect resulting in rejection by the Bank to accept such for processing. 
7.1.13. An electronic digital signatory shall be held responsible for fair and accurate information relating to e-document details. The Parties hereby acknowledge and agree that a forged Client’s EDS may not occur until and unless the Client’s secret key becomes disclosed.

7.1.14. The Parties shall agree to sufficiency of EDS within RSS to identify the Client and confirm integrity of electronic documents submitted to the Bank with cryptographic means certified by the Special Telecommunications Systems and Information Protection Department with the Security Service of Ukraine or its cessionaries. 

7.1.15. Should the Client fail or refuse to have recourse to the additional protection means provided by the Bank for the purpose of RSS, or should the Client set a limit for the maximum allowed amount of the transactions made via RSS without recourse to the additional protection means, the Client hereby acknowledges it is fully aware of potential adverse effect that may take place due to withholding from additional protection means or where a transaction is carried out additionally unprotected and in the amount within the limit set by the Client including but not limited to adverse outcome stemming from fraudulent actions, compromised key information, etc. The Client hereby makes representations to have no claims against the Bank currently or in future  and/or currently or in future claim no reimbursement of any losses incurred and/or to be incurred from the above adverse effect.

7.1.16. The Parties shall agree that Kyiv time shall be used for RSS time. The time by system clock of the Bank’s hardware shall be deemed the control time.

7.1.17. An electronic document / distant order may be unexecuted by the Bank in case the Client is to be identified as well as nature of activities, financial standing or in an event the Client provides no documents or information in confirmation of the said or deliberately provides misleading information, or fails to timely update such information. The Client shall be informed by the Bank via RSS of the reasons behind the Bank’s decision not to process document / distant order, with reference to the provisions of a relevant legislative act and a clause in a regulation by the NBU regulation by virtue of which a settlement document may not be processed. 

7.1.18. Utilization of RSS by the Client shall not preclude the Bank from processing the Client’s documents, including without limitation settlement documents, submitted in hard copy, subject to the provisions of the Agreement and/or Agreements serviced via RSS.

7.1.19. Where the Bank receives several identical electronic documents, including without limitation settlement documents, under the same reference number and/or the Banks concurrently receives several identical documents in hard and/or soft copy, the Bank may process or decline to process every other document as contemplated in the Agreement and/or Agreements serviced via RSS unless otherwise stipulated in the Guide and/or Supplementary Agreements to the Agreement and/or Agreements serviced via RSS. Liability for simultaneous submission of the settlement documents in hard and/or soft copy shall be borne by the Client. 

7.1.20. Where the key information may be compromised, including unauthorized access, loss, theft in relation to the key information media or where suspicion or threat with view to the above arises, the Client shall immediately suspend electronic payments and undertake necessary steps to block the compromised key information and inform the Bank of the fact in any available way as well as to notify the Bank in writing as soon as possible. The Parties shall undertake to conclude a respective act to be signed in evidence of such fact. Should one of the Parties refuse to sign the above act, the other Party when signing shall indicate the fact together with a reason for refusal. To be further serviced via RSS the Client shall submit a new Public Key Certificate as outlined in clause 7.1.3 hereof.

7.1.21. Based on written Client’s instructions, the balance of the account, cash-flows and the information concerning other transactions on the account (-s) may be provided to a person duly authorized.

7.1.22. The information provided in line with clause 7.1.21 hereof may be sent either by protected or unprotected communications channels. However, unprotected communications channels may transfer merely the information that includes no banking secrecy and/or allows for no identification of the Client. By entry into and signature of the Agreement the Client shall agree to grant consent to the above.

7.1.23. In an event the Bank and the Client have concluded another agreement related to remote servicing via RSS, the provisions of this Section shall apply with consideration of the peculiarities relating to the aforementioned agreement concluded by the Parties. 

8. Regulations for Standing Order
8.1. Taking advantage of Standing Order service (hereinafter in Section 8 referred to as the Service) the Client shall authorize the Bank to directly debit the Client’s account under the bank details and within the designated time indicated in a relevant application by the Client, and in compliance with the Agreement, Regulations and the Bank Tariff rates.

8.2. The Bank shall service the Client by setting and connecting the Order to the Account on the basis of a relevant application submitted by the Client to the servicing bank outlet. 
8.3. Such application by the Client shall contain the date, transfer details and other data as requested by the Bank and necessary for funds transfer.

8.4. The Bank shall transfer respective funds from the Client’s Accounts in compliance with the law relating to transfer of funds and provided that:

8.4.1.  The Client’s rights to administer funds on the Account are not restricted (in relation to freezing, distress, attachment, etc.); and

8.4.2.  No other restrictions, account operation mode, in particular, is pending or threatening under the Agreement and the current law in effect; and

8.4.3.  The funds in the Account may allow for direct debit concurrently with payment of the fees for the Bank as set in the Tariff rates of the latter, where no partial debit of the Account may be conducted by the Bank, and

8.4.4.  The Account currency under transfer is not other than the account currency with a recipient.

8.5. Funds may be transferred pursuant to the terms and conditions with the Service and accounting for the below:

8.5.1. Funds may be transferred exclusively with the owned funds of the Client and available in the Account excluding overdraft limit and provided the requirements of Clause 8.4 hereof are met;

8.5.2. On the day on which funds are transferred a relevant balance shall be procured by the Client on the Account accounting for clause 8.4.3 hereof and within all day long. Should the mentioned requirement be found in breach, no direct debit will be made;

8.5.3. In an event a funds transfer date falls on a day which is a holiday, week-end or non-business day, a transfer will be made on the first business day following such holiday, week-end or non-business day.

8.6. Ceased effect and/or terminated Service at the Client’s initiative shall take place by virtue of the Client’s relevant application executed and submitted to a relevant servicing Bank outlet.

8.7. No funds shall be transferred on the date on which or until which the Service ceases effect.

8.8. No funds shall be transferred in an event the date on which the Service terminates coincides with the funds transfer date.

8.9. The Service terminates effect automatically:

· On the Agreement termination date, or

· On the date on which the Client closes the Account that associates with direct debit and/or the recipient’s account to which funds are transferred, or

· On the date on which the Service ceases effect or terminates.

8.10. The Client shall be held fully liable for authenticity and accuracy of the information provided in the course of connection to and servicing with the Service – data on funds recipients, bank details for funds transfer, etc.

9. Particulars

9.1. Procedure for cash proceeds (cash) to be credited for the Client by the Bank.

9.1.1. The cash proceeds (cash) can be delivered by the Client to be credited by the Bank into respective accounts at the Client’s discretion:
-
On a daily basis, i.e. on a day on which proceeds arrive at the Client’s cash desk;

-
The following day after the day on which the Client receives proceeds with a cash desk;

-
Every five days at the least.

The cash received by the Bank within operational hours shall be transferred to the Account on the same day in accordance with the provisions of the Agreement. The cash received after cut-off hours shall be transferred by the Bank to the Account on the following business day as contemplated in the Agreement.

The Client in its own discretion may choose a way of cash delivery to the authorized Bank – by cash collection and delivery service or on its own to the daily / evening cash desk of the Bank. 

9.1.2. The Client shall set the cash desk limit at its own discretion in compliance with the law. The cash delivery periodicity indicated in clause 8.1.1 hereof shall be taken into account. 

9.1.3. In circumstances where the Client the cash limit is not in excess, the Client shall have the right to skip the cash delivery timeline.

9.1.4. Where the Client’s working schedule falls on a day which is a day-off or holiday, and the Client is unable to deliver the proceeds to the Bank due to the absence of a corresponding cash delivery agreement with the Bank, the cash shall be delivered to the Bank within the Bank’s operational hours of the next day which is a business day with the Bank and the Client.

9.1.5.  At the Client’s initiative the cash proceeds (cash) delivery terms can be reviewed. The Client’s documents in which the term for delivery of cash proceeds (cash) are reviewed, shall be added to the Agreement. The documents shall be validated as signed by the authorized persons of the Client. The Client shall be held liable for the authenticity of the documents and information provided to the Bank. 

9.2. Correspondence by the Parties is carried out by one Party sending or delivering written notices to the other Party at the address indicated as mailing address in the Individual agreement. The mailing address indicated by the Bank shall be considered as the place for execution and performance of the Agreement. A postal receipt or any other postal document shall be considered confirmation of the notice sent, delivered or received.

9.3. The Parties shall hereby undertake to conclude no agreements or carry out activities, which may conflict with the Agreement.

9.4. By entry into and signature of Individual Agreement the Client makes the following warranties and representations:

- it confirms its capacity to fulfill this Agreement,
- no obstacle is continuing or might reasonably be expected for execution of this Agreement at the date of the Agreement,

- it has the power including, but not limited to, such for and on behalf of the participants, i.e. shareholders, founders, co-owners, and any other governing bodies of the Client-legal entity, to enter into, perform and deliver this Agreement,
- the entry into and performance of this Agreement do not and may not conflict with any contractual restrictions binding upon the Client, or its constitutional documents,
- the Client hereby confirms no ground for liquidation of the Client-legal entity according to clause 4, Art. 144, and clause 3, Art.155 of the Civil Code of Ukraine.

In case the Client received overdraft, the Client also confirms:

- at the date of the Agreement, no litigation, arbitration or administrative proceedings of or before any court, arbitral body or agency which, if adversely determined, might reasonably be expected to have a Material Adverse Effect in regard of financial state or borrowing capacity of the Client (to the best of its knowledge and belief) have been started or threatened against it,
- it has the power to carry on its business being the subject of the overdraft as it is being conducted, which is confirmed by all necessary documents (licenses, permits, etc.) required to execute this Agreement,
- any factual information including, but not limited to, the documents provided by the Client to the Bank for the purposes of the Overdraft and any other documents related to servicing of this ovefdraft, was true and accurate in all material respects, whereas the data and documents duly executed and/or received as prescribed by the Legislation,
- the Client is fully aware of all the terms of this Agreement, the rights enjoyed and the obligations committed to hereunder, resulting in agreement to such,
- the Client hereby acknowledges and undertakes to respective risks related to exchange rate fluctuation provided that the Overdraft is made available in foreign currency,
- it has control over the fixed assets either in the ownership or leased, or other property necessary for the Client to carry on business and that allow for generation of cash flow in the volume and to the extent required for overdraft repayment, as well as the staff to operate a going concern;
- it locates at the address indicated in this Agreement.
Should any circumstance arise that has led or may lead to default of representations and warranties by the Client, such Client shall immediately report it to the Bank within the 2 (two) calendar days of the event at the latest.
10. Utilization of Information

10.1. The Bank hereby warrants secrecy of transactions conducted in relation to the Account. The information may be provided to third parties without the Client’s consent merely in circumstances to follow the procedure envisaged by the legislation and/or Agreement.

10.2. By entry into the Agreement, the Client shall authorize the Bank to collect, store for an indefinite time, process, utilize, disclose, circulate, transfer and receive the below information related to the Client’s data known to the Bank and/or third parties in relation to and connection with the conclusion and performance of the Agreement, including without limitation banking and commercial secrecy and/or personal data on the Client if he is an individual:

-
which makes part of credit history in line with the Law (including information in state registries and other public databases) – to/from/through the office of credit histories which was established and operate in line with the Law of Ukraine in the order defined by the Law of Ukraine “On Credit History Arrangement and Circulation”. Information about titles and addresses of credit history agencies obtaining information from JSC “UKRSIBBANK” shall be published in Holos Ukrainy newspaper as well as on the Bank’s official website at www.my.ukrsibbank.com. The Parties also agreed that the Client accepts the fact that the Bank shall provide the required information on credit history to third parties which need this information to discharge their functions or provide services to the Bank in the amount determined unilaterally by the Bank with regard to the Law of Ukraine; 

-
required to receive/transfer information to/from/through the Credit register of the National bank of Ukraine;

-
required to enter the Borrower’s data into encumbrance registers while concluding agreements to guarantee that obligations under the Agreement are discharged;

-
required to conclude and/or fulfill insurance agreements – to/from/through insurance company(ies);

- Required to conclude and/or fulfill the agreements on reassigning the right of claim and/or debt transfer under the Agreement and/or under civil law agreements concluded in line with the legislation of Ukraine – to the respective individuals and legal entities who are Parties to such an agreement;

- Necessary for third parties to ensure their relevant roles and responsibilities be kept and services to the Bank be rendered, including, but not limited to, services associated with safe custody of documents, keeping archives, steps and actions and measures to be taken settle the debt outstanding with the Borrower, promotion, and/or lotteries, and/or loyalty programmes, and/or to the Providers etc. in accordance with the agreements concluded between such persons (organizations) and the Bank provided that the roles and functions and/or services anticipated thereby pertain to the core activities of the Bank as carried out by virtue of the duly issued banking license and written permits, and/or aiming at the performance and fulfillment of the Agreement and/or agreements that secure performance of the obligations under the Agreement; 

- Required in the other cases anticipated by the legislation of Ukraine and/or internal rules of the Bank and/or Legislation on Extraterritorial Jurisdiction, and/or implementation of sanctions and/or other measures in the area of financial monitoring, including the sanctions of the U.S. Office of Foreign Assets Control (OFAC), requirements of the Foreign Account Tax Compliance Act of the USA (FATCA), etc.
The above mentioned information in relation to the Client may be transferred and/or circulated only with the purposes indicated herein and only to the persons duly authorized to receive relevant information in accordance with the Ukrainian law and/or Legislation on Extraterritorial Jurisdiction and/or respective agreements if any and if required, and/or implementation of sanctions and/or other measures in the area of financial monitoring.

The Client grants its consent to transfer the information on the Client pursuant to this clause via channels used by the Bank for transferring of such information and are protected. 

The Bank shall be obliged to duly store the information defined banking secrecy and shall be held liable for its storage as determined by the law of Ukraine.
By signing the Agreement, the Client shall confirm that he/she fully understands and agrees with the purpose to use information as outlined herein, and that he/she is duly informed that the Client’s personal information obtained in the course of fulfilling the Agreement might be entered (if the Client is an individual) into any personal database of JSC “UKRSIBBANK”. The Parties have agreed that the Client shall not have any claims in case the Bank performs an action specified in this clause.
10.3. In an event a non-resident bank known to have correspondent relationship with the Bank and involved into financial transactions of the Client, officially request the Bank for information related to the Client’s identity – documents and data required for identification of the Client, nature of business and financial standing etc., and/or information on financial transaction in effect by the Client and serviceable by such non-resident bank, the Client shall authorize the Bank to forward/provide the information and/or copies of the documents requested by the non-resident bank.

10.4. The Bank hereby informs the Client that the Bank is a member of the BNP Paribas Group (France), whereas the Client is fully aware and gives its consent to the fact that any information received by Bank in respect of and connected with the Client may be used within the BNP Paribas Group (France). 

10.5. UKRSIBBANK, JSC, being part of the BNP Paribas Group, abides by the effective laws of Ukraine and the standards set by the BNP Paribas Group on anti-money laundering and counter-terrorism financing, as well as complies with the provisions related to international financial sanctions, embargoes and anti-corruption.

10.6. By his signature in the Agreement, the Client certifies that before this Agreement is concluded, he has learned the contents of the Certificate on the system of guaranteeing deposits of individuals, certified by his signature in the Agreement, in accordance to the requirements of Article 26 of the Law of Ukraine "On the system of guaranteeing deposits of individuals" and information, posted on the official website of the Deposit Guarantee Fund on the Internet at the following link: http://www.fg.gov.ua/dlia-vkladnykiv/umovy-harantuvannia.The Client also confirms that the requirements of the Ukrainian legislation and cases in which the Deposit Guarantee Fund does not reimburse the depositors' funds is completely clear to them.
10. Liability of the Parties. Dispute Settlement

11.1. In an event any Party fails to fulfill or unduly fulfill relevant binding obligations under the Agreement, such Party shall be held liable in compliance with the law, save for the cases outlined in the Agreement.

11.2. The Client shall be held liable for the authenticity of the payment order provided as well as full and due payment of the taxes, fees and duties/insurance contributions (mandatory payments). 

11.3. The Client shall be held liable for the information accuracy in the payment order, and nature of transfer. 

11.4. Where the Bank in breach of the Agreement fails to timely debit/credit funds from/to the Client’s account the Bank’s, the former shall pay the Client a penalty t of 0.01% of the amount late in payment for each day of delay, however which shall not exceed 0.1% of the transfer amount. 

11.5. The Bank shall not be held liable if the Client failed to receive or untimely received written correspondence forwarded to his address specified in the Individual Agreement if the Client had not informed the Bank about changing his place of residence following the procedure set by the Rules.

11.6. The Bank is not held liable to the Client and/or to the third persons for delay of transaction performance and/or for rejection in service to the Client and/or transaction unless such is determined in Tariff rates of the Bank, or servicing is not made available due to technical unavailability, and/or service is rejected and/or transaction is not made available not at the fault of the Bank and/or in any other cases stipulated hereby. The Client guarantees it will not have any objections to the Bank if transaction is rejected or it was delayed according to the terms hereunder.

11.7. The Bank shall not be held liable for a refusal to service the Client and/or perform a transaction unless such are anticipated by the Tariff rates or the Bank is technically capable to provide such services/perform transactions and/or in other cases envisaged in the Agreement. 

11.8. In the cases envisaged in the Agreement the Bank shall not be liable for its refusal to service the Client and/or carry out a transaction and/or execute cash and/or settlement documents provided by the Client under the Agreement, which leads to breach with deadlines and/or incomplete payment of relevant taxes, dues and fees chargeable (mandatory payments) to the budgets or designated state funds as prescribed by the law.

11.9. The Bank shall not be held liable for information disclosure to third parties in relation to the Client’s identity and/or the nature of the Client’s financial transactions provided the former complies with the requirements set out in the Agreement.

11.10. The Parties shall be held liable for noncompliance with the Agreement and disclosure of information that became known to them RSS in accordance with the law.

11.11.  The Client shall be held liable for procured security of the key information media, RSS passwords and authenticity and accuracy of electronic documents submitted via RSS to the Bank, as well as control over the key information timeframes and its timely regeneration.

11.12.  The Bank shall not be held liable for the transactions under the Client’s Account and the consequences in the circumstances such became possible at no fault of the Bank.

11.13. The Parties shall be held liable for disclosure of information that became known to them in the course of the Agreement, as determined by the law.

11.14.  The Bank shall undertake to store, protect, utilize and disclose the information containing banking secrecy and which became known to the Bank in the course of servicing and collaboration with the Client as established by the applicable law.

11.15. The Client shall be held liable for performance of financial obligations under the transactions carried out with any Card issued to the Account within utilization life term. The Client shall be obligated to repay the debt under the Agreement, including the indebtedness resulting from the activities by the Cardholders.

11.16.  The Client shall be held liable for all the Card transactions up to the moment the Bank receives the Client’s application related to suspense of the Card transactions and Card inclusion into the stop-lists, including among the other things IPS stop lists to comply with the Agreement, and all subsequent authorized transactions unless the Card is included in the stop-lists.

11.17. The Client shall not be held liable for a Card authorization enacted after the Card is blocked in line with the Regulations hereof.

11.18. The Bank shall not be held liable for the refusal of a third party to accept the Card and/or for the Card restrictions imposed by a third party, namely in case such party imposes limits as to the amounts the Cardholder can withhold from the ATMs (once, in the course of the day / month), etc.

11.19. The Bank shall not be held liable for the situations beyond its reasonable control and related to the malfunctions of the external payment systems, settlement, processing and data transfer and/or related to the other conflict situations beyond its control. 

11.20. Disputes that may arise within the Agreement validity shall be settled via negotiation. Should no agreement be reached, such dispute shall be subject to settlement in court. 

11.21. Parties herby agreed to set out contractual statute of limitations 5 (five) years. 
12. Conclusion, modifications / changes to and termination of the Agreement
12.1. The Regulations are publicly available for indefinite time and shall come into effect on the date indicated and announced in the Uriadovyy Curyer or in any other official publication as well as at www.my.ukrsibbank.com and/or information boards within the Bank’s outlets.
12.2. The Regulations can be cancelled or modified / amended by the Bank to be followed by publication of the updated Regulations or modifications / amendments to the Regulations in the Holos Ukrainy newspaper or in any other official printed edition or at www.my.ukrsibbank.com or on information boards within the Bank’s outlets or described in account statements. Notification on modifications / amendments to the Regulations or the updated Regulations shall contain the Publication Date of the modifications / amendments made to the Regulations and the Effective Date hereto.

Modifications / amendments to the Regulations shall come into effect as set forth below:

a) as of the Effective Date on which modifications / amendments to the Regulations become effective and which is indicated in the notification unless such modifications / amendments worsen the Client’s servicing conditions (modifications / amendments hereto neither lead to extra Client’s expenses nor increase the scope of liability, and aim at protecting their rights or interests, enhancing security of transactions or information transfer under the Agreement), and/or provided such modifications / amendments hereto (i) envisage another service / servicing if required, and/or (ii) result from the Ukrainian law;

b) as of the Effective Date on which modifications / amendments hereto become effective but 30 (thirty) calendar days of the Publication Date of the modifications / amendments hereto at the earliest, following the notification, in any other case.

By entry into the Agreement, the Client shall undertake to agree with the procedure related to modifications / amendments hereto and/or Agreement, as outlined in this clause hereof, as well as confirm that the modifications / amendments introduced in line with this clause do not require conclusion by the Parties of a separate supplementary agreement and thus, become an integral part of the Agreement once they come into effect. 

Should the Client disagree with modifications / amendments made hereto, the Client shall inform the Bank thereof in writing with view to termination of the Agreement. Performance by the Client of any transaction under the Account after the Regulations come into effect shall be considered the Client’s consent to comply with such modifications / amendments made hereto.

Should the Regulations be cancelled, such will persist to regulate the relations between the Bank and the Client to the Agreement and shall be binding upon both the Bank and the Client as set out in the latest version in effect as of the cancellation date until and unless their binding obligations under the Agreement are fulfilled.
12.3. The Agreement is concluded by and between the Parties for an indefinite time and shall come into effect once concluded, once the Account is opened, in particular.

All the Annexes to the Agreement shall make an integral part of the Agreement.

12.4. The Accounts shall be closed based on the Client’s request and/or their disagreement to the changes made to the Agreement pursuant to the envisaged clause herein.

Based on the Client’s request to close the Account(s), the Account balance if any with the Client at the Account closing date shall be transferred to another current/card account or shall be cashed to the Client at the cash desk of the Bank. The Client shall entrust the Bank to transfer the balance on the mentioned account to another current/card account or return the balance in cash at the Bank’s cash desk, following the Client’s request to close the Account. Such request shall feature the following:

▪ Date of the request;

▪ Full name and ID tax number of the Client if any;

▪ Number of the Client’s account to be closed;

▪ How the Client prefers to receive the Account balance:

· in cash at the cash desk of the Bank; or

· by transferring the balance to another current/card account, with details for such transfer to be provided;

▪ Signature of the Client or its authorized person;

▪ Other data if required by the Bank and/or the law.

Should the Agreement be terminated as described herein, the Client shall be obliged to repay the debt outstanding to the Bank under the Agreement, not later than the application date on termination of the Agreement, or the date on which the Bank receives a notification from the Client with regard to their disagreement to the changes made to the Agreement.

12.5. On the application date on termination of the Agreement, or on the day on which the Bank receives a notification from the Client with regard to their disagreement to the changes made hereto, the Bank shall act as below:

12.5.1. The Bank shall accrue recurrent monthly fees save for the fees due and payable for StarSMS, overdraft interest for a current period;

12.5.2. The Bank shall invalidate respective cards if any and disconnect StarSMS associated with such cards. 

12.5.3. The Bank shall make sure the cards existing with the Client under the Agreement should be seen whether or not active for the previous 45 (forty-five) calendar days. Should no active card be found, the Bank shall make settlements with the Client and close such Accounts. Where such active Card is found, the Account shall be closed in 44 (forty-four) calendar days, and:

· No recurrent fees, overdraft fees shall be charged / accrued;

· Expense and profit transactions can be conducted under the Account provided no card is used, including payment of Bank fees for such transactions;

· The Client shall undertake to repay a debt that may arise outstanding to the Bank under the Agreement.

12.6. Where the Agreement is terminated – the Accounts get closed, the Bank shall make respective settlements with the Client. Based on the settlement documents of the Client and provided no debt is found outstanding under the Agreement, the balance shall be transferred by the Bank to the Account indicated by the Client pursuant to Clause 12.4 hereof or a Bank’s transit account in order to be paid to the Client in cash with observance of the Ukrainian effective law. The funds shall be transferred, in particular:

12.6.1. On a day on which cards existing with the Client under the Agreement are seen whether or not active, provided no such card is found;

12.6.2. On the 45th (forty-fifth) calendar day after active cards have been seen whether or not active or the next business day if the 45th (forty-fifth) calendar day falls on a day which is a holiday or day-off, if any such card is found.

On the next business day following the transfer of funds in line with the mentioned herein, the Bank shall close the Account opened for the Client under the Agreement, and the Agreement shall be deemed terminated provided the Client fully repays the debt to the Bank and no balance remains with the Account. 

12.7. The Agreement may be terminated at the initiative of the Bank, in particular:

· No movement is observed with the funds and/or no balance remains in the Client’s Account(s) within the recent 6 (six) months, and/or

· In a case prescribed by the Ukrainian law and/or anticipated by the Agreement, or should the Client be in breach of the Agreement, and/or

- should the Client carry out risky activities, including but not limited to transactions which at the discretion of the Bank lead or may lead to breach of the legislation of Ukraine and/or Legislation on Extraterritorial Jurisdiction and/or international sanctions, including such regarding anti-money laundering and terrorism and mass destruction weapon financing, and/or

· should the Client carry out risky activities, including but not limited to cooperation and/or having in the structure and/or being connected in other way with persons, cooperation and/or any connection with whom leads or may lead to breach of legislation of Ukraine and/or Legislation on Extraterritorial Jurisdiction and international sanctions, including those connected to anti-money laundering and terrorism and mass destruction weapon financing, and/or
· Should any event be existing, threatening or pending or result or circumstance in relation to the Client or Client’s transactions, which, in the Bank’s opinion, produces or may produce an adverse effect on the reputation of the Bank and/or the BNP Paribas Group, and/or leads or may lead to any other adverse aftermath for the Bank and/or the BNP Paribas Group, and/or commercial interest is no longer found with the Bank for future cooperation with the Client, and/or

· No technical capacity is found to further service the Client.

The obligations binding the Parties to the Agreement shall be fully deemed terminated unless otherwise stipulated in the Agreement to derive, and the Account(s) shall be closed by the Bank on a date specified by the Bank in a notice sent to the Client but no earlier than 30 (thirty) calendar days of the dispatch of such written notice. Should the debt outstanding to the Bank remain un-repaid, the Bank shall be entitled to require the payment of the funds owed to the Bank as foreseen and indicated in the notice, and the Client shall repay the debt to the Bank in line with the procedure and conditions specified in such notice. Unless and until the debt is fully repaid to the Bank, no obligation shall be discharged.

Relevant reference by the Bank to this clause 12.7 hereof in a respective notice shall be considered reasonable to terminate the Agreement, leaving out any additional comments as to circumstances for termination.

The Parties hereby agree that the above notice may be executed either in hard or soft copy and shall be sent by mail and/or courier, and/or remote servicing channels, and/or any other way.

The Parties hereby agree that a notice in hard copy may be signed with facsimile by an authorized person of the Bank where executed in a sample as below:

Deputy Head of CEO,

UKRSIBBANK, JSC








K.P. Lezhnin

The Parties hereby consent that should the Bank exercise a right mentioned herein, all the funds on the Account(s) balance shall be transferred to a relevant intra-bank account and may be paid to the Client upon first demand, accounting for the requirements of the effective law of Ukraine.

12.8. The Parties have agreed to apply the Law of Ukraine only to regulate their relations under the Agreement as well as to resolve disputes between the Parties. All disputes arising within the effective term of the Agreement shall be resolved by the Parties by negotiation. Should no compromise be reached by negotiation and/or in any other circumstances, all disputes under the Agreement shall be resolved by the local courts of Ukraine at the registered address of the Bank in compliance with the effective Law.
CARD REGULATIONS 

1.  With the Card receipt the Cardholder shall put their signature on the back of the Card on the signature stripe in the presence of the authorized employee of the Bank as well as sign the Bank’s document to confirm receipt by the Client of the Card and the PIN-envelope in an event such PIN envelopes are anticipated by the conditions of the Product in the frame of which a Card is issued.

2.  With connection to the conditions of the Product in the frame of which a Card is issued a Card shall be provided to the Cardholder as below:

· Non-activated, i.e. allowing for no payment transaction, with the initial ‘0000’ PIN-code to be changed by the Cardholder on its own with the Bank’s ATM – for Visa Inc. and MasterCard Worldwide cards, or with an ATM of any other bank – only for MasterCard Worldwide cards. To activate the Card with an ATM the Cardholder shall select PIN-code change key on the ATM menu, enter the initial ‘0000’ PIN-code to be further changed with the personal PIN-code that shall be confirmed. After the PIN-code is changed, the Card activates. OR

· Activated, together with the PIN-envelope. The Cardholder shall ensure the envelope is integral, after which open the envelope, remember the PIN-code, destroy the envelope and keep the PIN-code safe separately from the Card. If needed the Cardholder may change the PIN-code with a Bank ATM.

3.  The Cardholder only shall know the PIN-code. At all circumstances the Cardholder shall undertake to ensure the card is well secure and the PIN-code, CVV2/CVC2 codes and other Card details are neither disclosed or PIN-code is written down on the Card any other objects that may accompany the Card.

4.  After the Card is issued the Bank shall send the password in an SMS at the Cardholder’s mobile phone number provided to the Bank together with request for the Card or if changed, pursuant to the provisions of the Agreement. 
5.  The Cardholder shall use the password for identification when addressing Star Contact Service Center in line with the Agreement. The Cardholder may change the password at its own discretion by submitting a respective application to the Bank.

6.  The Cardholder only shall have the right to use the Card. The Cardholder’s name and surname shall be specified on the front of the Card. The maximum number of symbols to hold the Cardholder’s name and surname shall make twenty-two. At the commercial acquiring points or at the cash withdrawal point the card shall be used in presence of the Cardholder only.

7.  The Cardholder shall keep the Card in an inaccessible for the third parties place and out of the immediate vicinity of the electromagnetic emission field (mobile phones, TVs, screens) and magnets.

8.  Card utilization.

8.1.  Card limits.

8.1.1. With the Card issuance the Bank shall set basic limits for each type of Card transaction. The basic limits shall be posted at the Bank’s site www.my.ukrsibbank.com.
8.1.2. The Client shall have the right to set individual card limits (different from basic) for each type of transaction with Card issuance by submitting a relevant application to the Bank; and/or the Authorized Person of the Client may set individual card limits for any Card issued to the Account, by calling Star Contact service

8.2.  Card expiry.
8.2.1. Card expiry is indicated on the face of the Card in the following format ММ/YY (ММ stands for the two figures of the month and YY stands for the two last figures of the year).
8.2.2. The Cardholder shall use the Card until its expiration as indicated on the face of the Card (month and year). The Card shall be valid until the last calendar day of the indicated month. Once expired, the Bank shall issue, in the last month but one stated before the card expires, a new Card for the new period unless the Client submitted beforehand a request to terminate the Agreement and close the Account, or terminate a separate card, or the Bank closed the Account for other reasons anticipated in the Agreement. The Cardholder shall return the Card to the Bank not later than 3 (three) business days after it expires. 
8.3.  Cash withdrawal.

8.3.1. To withdraw cash at an ATM with a Card, the Cardholder shall enter a valid and effective PIN-code. 

8.3.2. With cash withdrawal the withdrawal fee as set by the Tariff rates shall be blocked together with the amount of the requested cash.

8.3.3. To receive cash at a cash delivery point (the Bank’s outlet) with the help of the Card the Client shall present identity document and which can be used for deals conclusion on the territory of Ukraine according to the legislation of Ukraine. 

8.4.  Payment for goods and services with the Card.

8.4.1. When using the Card to pay for goods and services the Cardholder before the transaction receipt is signed shall verify the amount, currency and date of the transaction. By signing the document, the Cardholder agrees to the amount as correct and authorizes the Bank to debit the funds from the Account. The Cardholder shall receive one counterpart of the receipt.

8.4.2. Sales and merchandising points (Trading points) that accept Cards bear the following logos: Cirrus, Maestro, MasterCard, Visa, Visa Electron. 

8.4.3. Trading points that accept Cards to pay for goods and services have the right to require that the Cardholder present the passport or other ID to allow for personal identification and information in respect of the real Cardholder as well as PIN-code entry for authorization.

8.4.4. If the goods or a service paid for with the card are returned / refused or are/is not received in full, the Cardholder themselves shall address a trading point where such goods were sold or services rendered. The trading point employee will write out a relevant slip (Credit Voucher) for the amount of the returned goods/ rejected service. The Bank will credit the corresponding amount to the Account based on the slip according to the timeline envisaged by the International Payment System.

8.4.5. Where the funds are not received under a credit slip within 30 (thirty) days of the draft, the Cardholder shall undertake to inform the Bank thereof and submit the slip to settle the issue with the merchant.

8.4.6. When using the Card for settlements, the Cardholder shall abide by the Card Regulations When Paying for Goods and Services in Trading Network, Card Regulations When Paying for Services in Hotels and Card Regulations When Paying in the Internet, which are posted at the Bank’s site www.my.ukrsibbank.com.

8.4.7. When the Cardholder pays for goods and services in the Internet, the Bank shall have a right to perform additional identification of the Cardholder (via “3D Secure” technology) in order to enhance security for all respective transactions. 

In such case, identification of the Cardholder with a transaction performable shall be carried out by the Bank by sending a one-time password information notification at the Cardholder’s mobile phone number connected to the Star-SMS service. Such one-time password shall be used by the Cardholder to conduct a relevant transaction in the Internet, accounting for the following:

8.4.7.1. While conducting a relevant transaction, the Cardholder shall have a right to request no more than three one-time passwords by sending respective requests to the Bank (via the Bank’s site);

8.4.7.2. In case the Cardholder enters an incorrect one-time password three times in a row while performing a relevant transaction, the Bank shall be empowered to refuse such transaction to the Cardholder.

8.4.8. The Card shall not be used contrary to the legislation, including payment for goods or services outlawed by the Ukrainian legislation. In the afore cases the Bank shall be have the right to report an event to a relevant law enforcement body in compliance with the procedure determined by the law.

8.5.  Loss or illegal use of the Card.

8.5.1. Should the Card be lost (captured by the ATM and other circumstances where the Card may become unavailable to the Cardholder) or illegally used by a third party (theft, etc.), the Authorized Person/Cardholder shall immediately report to the Bank thereof (StarContact Service) to stop-list the Card. At that the Client’s Authorized Person/Cardholder shall be obligated to provide the personal details, password and other data requested by the operator for identification pursuant to clause 2.3.11. The Cardholder shall contact the Bank at the above phone numbers should any complication related to the utilization of the Card arise.

8.5.2. The Client can block the Card by submitting a relevant application to the Bank’s outlet.

8.5.3. The Card may be suspended or blocked permanently (cancelled). To unblock the Card:

· The client shall submit a relevant application to the Bank, or

· The Authorized Person/Cardholder shall contact the Star Contact Service. 

The cancelled Card may not be unblocked. 

8.5.4. The Bank shall block the Card once a relevant notification is received pursuant to Clause 8.5.1, which may take place within two hours of notification receipt pursuant to Clause 8.5.2.

8.5.5. The Client shall not be held liable for Card authorization after the Card is blocked in line with the provisions mentioned above.

8.5.6. Should the Cardholder find the Card earlier reported as lost or illegally used such Cardholder shall return it to the Bank.

8.6.  Utilization of international cards in high-risk countries.

8.6.1. To mitigate the risk of illegal (fraudulent) utilization of the international payment card the Bank strongly advises the Cardholder be extremely cautious when using the Card in the countries recognized by the international payment systems as countries with high risk estimates.

The list of the high-risk countries includes the following states:

Myanmar, China, Guinea, Hong-Kong, Indonesia, the Democratic People’s Republic of Korea, the Republic of Korea (South Korea), Liberia, Malaysia, Mali, Mauritania, Morocco, Nigeria, the Philippines, the Singapore, Vietnam, Thailand, Tunisia, the Taiwan (Province), Cameron, the South African Republic, Chad, Congo, Equatorial Guinea, Gabon, Benin, Burkina-Faso, Cote d’Ivoire, Niger, Senegal, Togo, Brazil, Poland, Turkey, Sierra-Leone, the Socialist People's Libyan Arab Jamahiriya, Spain, Great Britain, South Africa, Sri-Lanka.
8.6.2. The above list can be subject to changes. The Client/Cardholder may receive the list of the high-risk countries and related current restrictions as to the use of the international payment cards with the Star Contact Service.

8.6.3. When the Cardholder wishes to use the international payment card in one of the above countries, the Bank recommends the Cardholder buy the goods with the Card in well-known brand stores only and withdraw the cash at the branches of the world known banks, airports and international hotels. 

8.7.  Blocking and de-blocking a card with a magnetic strip should an incorrect PIN-code be entered: 

8.7.1. Should an incorrect PIN-code be entered ten times in a row irrespective of the device(s), the Bank shall block the payment card in terms of expenditure transactions and any transactions that require a PIN-code; 

8.7.2. To have the card de-blocked, an authorized person of the Client or the Cardholder shall contact the StarContact.

8.8.  Blocking and de-blocking a card with a microprocessor-based chip and with magnetic stripe should an incorrect PIN-code be entered:

8.8.1. Should an incorrect PIN-code be entered three times in a row with bank payment terminals and/or in trading network, provided such transactions take place with a microprocessor-based chip card, the Bank shall block the payment card in terms of expenditure transactions with such terminals. At that, card transactions with an ATM remain possible (such will not be blocked). The Client may also conduct a transaction with a bank terminal and such of trading network provided such terminals do not require microprocessor-based chip and the Card with the magnetic stripe will be used. To have the card de-blocked an authorized person of the Client or Cardholder should contact the StarContact or de-block the card on the own with an ATM of the Bank / other banks, which support de-blocking. 
Should an incorrect PIN-code be entered ten times in a row with an ATM, the Bank shall block the payment card in terms of expenditure transactions in such ATMs, terminals and trading network where the card is with the magnetic stripe. At that, transactions with the card with a microprocessor based chip with ATMs of banks and in shops will remain possible (such will not be blocked). To have the card de-blocked the Cardholder or an authorized person of the Client shall contact the StarContact.

8.9.  If currency of transaction carried out via the card (cash withdrawal, payment for goods, etc.) is different from the card Account currency, conversion of transaction amount into account currency (for blocking and subsequent debiting from the card account) shall be performed according to the rules of IPS and internal rules of the Bank, unless otherwise provided by the legislation. This conversion shall be carried out taking into account the rates set by the IPS and the Bank on a daily basis to account for transactions carried out using payment cards. These conversion rates may differ from the NBU rate and/ or the Bank rate set for purchase / sale / exchange transactions at the Bank branches, and amount blocked on the card Account may differ from the actual debited amount due to conversion rate change. 

Annex no ___ 

 to Regulations (Contractual Terms and Conditions)

To Open and Service a Bank Account and 

Issue Corporate Payment Cards to Clients With UKRSIBBANK, JSC

Application


In line with the terms and conditions of the Individual Agreement To Open and Service a Bank Account and Issue Corporate Payment Cards to Clients With UKRSIBBANK, JSC (together with the Regulations)» no___ dated as of ______20_, we hereby request to issue payment Cards to the enlisted individuals as advised below:

	 #
	Surname 

	First name2
	Patronymic 2
	Date of birth 
	Registered address 
	Resident/non-resident 
	Passport data 2
	Issuer

authority 
	Issue date 
	Individual taxpayer identity number 
	Surname in Latin characters 
	First name in Latin characters 
	Citizenship (country)
	Place of birth (town)
	Sex
	Mobile phone number

(operator code + phone number)


	To connect the Star-SMS service under the card


	
	
	
	
	
	country
	region
	city
	street
	building
	apartment
	
	
	
	
	
	
	
	
	
	
	
	

	 
	40 characters
	40 characters
	40 characters
	dd.mm.yyyy.
	40 characters 
	 40 characters
	40 characters
	40 characters
	9 characters
	 10 characters
	resident/non-resident 
	10 characters
	40 characters
	dd.mm.yyyy.
	10 characters
	22 characters

 
	40 characters
	 
	M/F
	+38ХХХХХХХХХХ
	yes/no

	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 


Submission date ___________20 
________________________         _____________________          
     ____________________

  / position/                          /signature/                                  /full name/

Accepted by:

________________________         _____________________                    ____________________

 / Bank employee’s position /                  /signature/                                  /full name/

Deputy Chairman of UKRSIBBANK, JSC Management Board -

Head of Legal Department












Serhiy Panov 
� The application is submitted in soft copy (Excel) and in hard copy in two counterparts signed by the person/persons authorized to carry out debit transactions on the Account.


� Mandatory fields If the Client fails to provide all the required data, no Card is issued. The Cards shall be issued only once the individuals have provided all the required data as requested in the application.
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